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About This Document

Intended Audience

This document describes the basic configuration and usage of Tmax AnyLink® (hereafter AnyLink)

WebAdmin. It is intended for the administrator who manages the system using WebAdmin.

Required Knowledge

To fully understand this guide, users need to have an understanding of the following:

● JEUS

● Adapters

● Gateways

Document Scope

This guide only covers the basic functions and usage of AnyLink WebAdmin. For more information about

the operating and development methods, refer to each adapter guide of AnyLink and AnyLink Studio

Guide. Also, this guide does not contain information about Java EE or Java specifications. For such

information, refer to the relevant Java documents.
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Document Organization

This guide consists of 6 chapters.

Descriptions of each are as follows:

● Chapter 1: Introduction

Describes the basic layout and menus of WebAdmin.

● Chapter 2: System

Describes the functions and uses of the [System] menu, which is used to configure basic settings and

a variety of resources of AnyLink.

● Chapter 3: Configuration

Describes the functions and uses of each screen of the [Configuration] menu which can enable users

to manage the components and configurations required for running business systems.

● Chapter 4: Deployment

Describes the functions and uses of each of the [Deployment] menu, which is used to manage

deployment status and history, and migration management.

● Chapter 5: Monitoring

Describes the functions and uses of the [Monitoring] menu, which is used to monitor and trace various

execution details.

● Chapter 6: Admin

Describes the functions and uses of the [Admin] menu, which is used to add, manage, and delete

users, permissions, and server configurations.

xiv   AnyLink WebAdmin Guide



Conventions

MeaningConvention

Program source code file name<AaBbCc123>

Hold down the Ctrl key and press the C key<Ctrl>+C

Name of a GUI button or menu[Button]

EmphasisBold

Reference to another guideItalics

Reference to a chapter or section in this or another guide" " (Double quotation

marks)

User input on the screen'Input'

Email account, website, or a reference to other chapters or sectionsHyperlink

Proceeding order of menu>

Files or directories exist in this directory+----

Files or directories do not exist in this directory|----

Reference or caution
Note

Figure caption[Figure 1.1]

Commands, screen output after executing command, or sample code AaBbCc123

Required items{ }

Optional items[ ]

Selective items|
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System Requirements

RequirementCategory

Solaris 9-11Platform

HP-UX 11.x, 11i, 11iV2

AIX 5L, 6L, 7L

Linux Kernel 2.6 or later

Windows 7 (32-bit, 64-bit)

More than 1 GB RAM recommended (At least 512 MB)Server

At least 500 MB hard disk space

Windows 7 (64-bit)Studio

1 GB RAM recommended (At least 512 MB)

At least 512 MB hard disk space

512 MB RAM recommended (At least 256 MB)Remote Agent

At least 512MB hard disk space

JDK 7.0Software

JEUS 7 (Fix#3)

IE 10 or laterSupported Browsers for
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Chapter 1. Introduction

This chapter describes the basic layout and menus of AnyLink WebAdmin.

1.1. Getting Started
AnyLink WebAdmin is a user application that allows a user to manage AnyLink through a web browser.

A variety of settings for AnyLink can be monitored and managed in real time.

After installing AnyLink WebAdmin through the installer, start WebAdmin.

1. Type the following WebAdmin URL in a web browser. Use the HTTP port configured in the Domain

Admin server. (e.g. 8808)

http://{Server_IP_Address:Port_Number}/anylink-admin

2. If WebAdmin is successfully accessed, the following initial Login screen appears.

Enter the user ID and password, and then click [Log In]. The user ID and password are initially set as

'admin' and 'admin'.

[Figure 1.1] WebAdmin Login Screen

After logging in to the admin account, the password can be changed. For more information, refer to

"Changing Password".
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3. If the login is successful, the following WebAdmin main screen appears. For information about the

screen layout, refer to "1.2. Screen Layout".

[Figure 1.2] WebAdmin Main Screen

4. To log out from WebAdmin, click [Logout] from the dropdown menu of the User Info section at the

top right. It returns to the initial Login screen ([Figure 1.1]).

Changing Password

There are two methods to change the password.

Note

To use a system safely, it is recommended for the administrator to change the password immediately

after signing in for the first time.

● Method 1)

Click [Admin] > [User] in the main menu to display the user list. Clicking a user account from User List

will display the User Information dialog box. Enter a new password in 'Password' and 'Confirm

Password' and then click [Save]. For information about each item, refer to "Adding a User".
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[Figure 1.3] Change Admin Password

● Method 2)

Click [Edit User] from the dropdown menu of the User Info section at the top right. In the Edit User

page, enter a new password in 'Password' and 'Confirm Password' and then click  (save).

[Figure 1.4] User Info - Edit User

1.2. Screen Layout
The following describes WebAdmin screen layout.
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[Figure 1.5] WebAdmin Screen Layout

● (1) Home & Menus

Clicking the AnyLink logo goes to [System] > [System].

To display a menu's sub-menus, click the menu at the top. The function and usage of each menu will

be explained in the following sections.

– [System]

DescriptionMenu

Adds, updates, and deletes a business system (hereafter Biz System)

and remote agent.

[System]

Manages multiple remote servers from a single point.[Remote Agent]

Sets adapter and adapter endpoint.[Adapter]

Clusters resources when a Biz System is configured to operate in a server

cluster environment.The resources include [Adapter], [Endpoint Group],

and [Endpoint].

[Adapter Cluster]

Sets connection information of message queues.[MQ]

Deploys patches for Studio or an agent using WebAdmin.[Patch]

– [Configuration]

DescriptionMenu

Displays BizTxs added in AnyLink Studio and allocates thread pools to

each BizTx.

[BizTx Configuration]
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DescriptionMenu

Manages thread pools to be allocated to each BizTx or Biz System.[Thread Pool]

Configures log levels of each BizTx or adapter.[Log Configuration]

Configures file log levels of each BizTx or adapter.[File Log Setting]

Configures the level and location of logs generated from each server.[System Log]

Schedules and manages BizTxs to be run routinely.[Job Schedule]

Configures masking of BizTxs of each Biz System.[Masking

Configuration]

Configures rules to manage BizTxs.[BizTx Control]

Configures flow limit for BizTxs.[Flow Control]

Configures rules to manage a Biz System.[Biz System

Configuration]

Configures network status to be sent to internal systems.[Network]

Configures and manages terminals.[Terminal]

Adds and manages VAN information.[VAN]

Configures and manages event occurrences in AnyLink.[Event]

Views the messages deployed in AnyLink, and shares with other systems.[Message]

Adds external contacts.[External Contacts]

– [Deployment]

DescriptionMenu

Displays the deployment status of adapters, endpoint groups, BizTxs,

and BizTx settings.

[Deployment Status]

Displays the deployment history of all resources deployed to AnyLink.[Deployment History]

Displays the list of resources to be undeployed and undeploy the

resources.

[Deployment]

Deletes undeployed resources.[Resource Deletion]

Migrates adapters, endpoint groups, BizTxs, endpoints, and shared

libraries.

[Migration Management]

– [Monitoring]

DescriptionMenu

Displays the status of BizTxs executed in AnyLink based on log contents.[Biz System]

Searches for transaction trace log by using message contents.[Custom Log]

Sets the statistics of BizTxs executed in AnyLink and display the result.[Statistics]
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DescriptionMenu

Monitors thread pools in a Biz System in real time.[Thread Pool Monitoring]

Displays messages in a message queue.[Queue Monitoring]

Displays monitoring information with charts.[Dashboard]

Displays adapter status for each Biz System.[Adapter]

Checks batch progress.[Batch File Progress]

– [Admin]

DescriptionMenu

Adds and deletes an AnyLink administrator.[User]

Adds and deletes permissions of AnyLink administrator.[Permission

Management]

Adds system variables that are available in each Biz System.[System Variable]

Manages metadata for each category.[Metadata]

Specifies basic DIS settings.[DIS Configuration]

Retrieves user login history.[User Login History]

Retrieves information about DIS libraries added in WebAdmin.[DIS Library]

● (2) Info Section

Displays Biz Systems' status and error code information.

[Figure 1.6] Info Section

– [RUNNING], [SHUTDOWN]

The number of registered Biz Systems in RUNNING and SHUTDOWN status. Hovering each status

area displays Biz Systems in the status and server ID.

– [Error Code]

Displays each error code's message, description, and resolution.
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[Figure 1.7] Error Code

– [JEUS]

To execute JEUS WebAdmin, click it.

● (3) User Info Section

Displays the current user's ID and name. To change the display, click [Admin] > [DIS Configuration],

and set the Display As field in User Display Setting.

Clicking the User Info section displays the following drop-down menu.

– [Edit User]

To edit a user, change user information in Edit User and then click  (save) icon. For more

information, refer to "6.2. User".

[Figure 1.8] User Info Section - [Edit User]

– [Logout]

Logs out the user from WebAdmin. The Login screen ([Figure 1.1]) is displayed.

● (4) Navigation Pane
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Displays a tree that shows the hierarchical structure of items (such as Biz Systems, Adapters, and

Endpoints) of the menu selected from the Menu section. To display the tree by name or ID, select

'Name' or 'ID'. The items are displayed with their icon and name or ID. For detailed information about

the icons, refer to "Navigation Icons". According to the selected item's property, the item's list or detailed

information is displayed in the Contents section.

To search data, enter a condition to the input field above the tree and then press <Enter> or click the

search icon. To show or hide a node in the tree, click [+] or [-] at the left of the node.

● (5) Contents Pane

Displays information about item selected from (1) Menus or (4) Navigation Pane.

Navigation Icons

Some information is displayed as icons instead of texts in AnyLink to enhance readability and convenience

for users. Therefore, it is necessary to understand the meanings of various AnyLink icons.

The following are the icons on the menu tree and the control panel.

● Common Icons

DescriptionIcon

The highest parent element that includes all elements. This is mostly seen in a tree that

has hierarchical relationship.

Biz System, the most basic logical element in AnyLink. For more information about Biz

System, refer to "2.2.2. Biz System List".

Server included in a Biz System. For more information, refer to "2.2.2. Biz System List".

Server cluster displayed when a Biz System is configured as cluster. For more information,

refer to "2.2.2. Biz System List".

Remote agent group. For more information, refer to "2.2.2. Biz System List".

Remote agent. For more information, refer to "2.2.2. Biz System List".

BizTx. For more information, refer to "3.2. BizTx Configuration".

BizTx group. For more information, refer to "3.2. BizTx Configuration".

Thread pool. For more information, refer to "3.3. Thread Pool".

● Adapter Icons
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DescriptionIcon

DB adapter. Responsible for the communication that uses DB protocol.

ebXML adapter. Responsible for the communication that uses ebXML protocol.

File adapter. Responsible for the communication that uses data input and output of files.

HTTP adapter. Responsible for the communication that uses HTTP protocol.

ISO 8583 adapter. Responsible for the communication that uses ISO 8583 protocol.

JMS adapter. Responsible for the communication that uses JMS API.

TCP adapter. Responsible for the communication that uses TCP protocol.

Tmax adapter. Responsible for the communication that uses the protocols of Tmax

database system.

Tuxedo adapter. Responsible for the communication that uses Tuxedo protocol.

Web service adapter.

WebDAV adapter.

FTP adapter. Responsible for the communication that uses FTP protocol.

MQ adapter. Responsible for the communication that uses MQ protocol.

Pro_Object adapter. Responsible for the communication that uses ProObject.

SAP adapter.

SMTP adapter. Responsible for the communication that uses SMTP protocol.

Log adapter. For detailed information, refer to "LOG Adapter".

Endpoint group.

Inbound endpoint.

Outbound endpoint.
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Chapter 2. System

This chapter describes the functions and uses of the [System] menu, which is used to configure basic

settings and a variety of resources of AnyLink.

2.1. Overview
The [System] menu is used to configure basic settings and set up resources.

The following describes each System menu. For more information about the function and usage of each

menu, refer to the relevant section.

DescriptionMenu

Adds, updates, and deletes a Biz System or remote agent.[System]

Controls a number of servers in remote to reduce operating costs.[Remote Agent]

Configures an adapter and adapter endpoints.[Adapter]

Clusters [Adapter], [Endpoint Group], and [Endpoint] when a Biz System is

configured with a server cluster.

[Adapter Cluster]

Configures connection information of message queues.[MQ]

Deploys AnyLink Studio or agent patch files to the remote agent.[Patch]

2.2. System

The [System] menu is used to manage Biz Systems. A Biz System is the basic logical element in AnyLink

WebAdmin and Studio. Thus, it has to be created in WebAdmin before using any AnyLink function or

resource.

To go to the System screen, click [System] > [System] or click a server or cluster in the navigation

pane. This screen consists of Domain Settings and Biz System List.
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[Figure 2.1] [System] - Biz System List

2.2.1. Domain Settings

It is necessary to integrate AnyLink with JEUS before use because AnyLink runs based on JEUS. This

section describes how to connect to the JEUS server in AnyLink.

Entering a JEUS ID and password will automatically connect AnyLink to the JEUS server. Note that if this

function is used incorrectly, the connection to JEUS is ended or the entire system can have an issue.

To change JEUS password, select 'Edit'. AnyLink must be connected to JEUS in advance. enter a new

password in 'JEUS Password' and 'Confirm JEUS Password' and then click  (save). To apply the

new password to JEUS, select 'Apply to JEUS'.

[Figure 2.2] [System] - [System] - Domain Settings

DescriptionItem

Enables to change JEUS password.Edit

New JEUS password.JEUS Password

New JEUS password for confirmation.Confirm JEUS Password

Option to apply the new password to JEUS.Apply to JEUS

– If selected, JEUS password is changed.
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DescriptionItem

– If not selected, JEUS account used in AnyLink can be changed.To change

the password, DIS/RTE must restart.

Since an invalid ID or password is not applied, check JEUS ID and password

if there are no data in Domain Settings.

Note

The JEUS password can be changed through AnyLink while it is connected to JEUS. It is not necessary

to restart JEUS to log in to the server with the account information updated in AnyLink. In some cases,

however, it might cause an error in a system integrated with JEUS.

2.2.2. Biz System List

In AnyLink, all resources including BizTxs, adapters, and endpoints are managed through Biz Systems.

Therefore, before using AnyLink, a Biz System must be created first. A Biz System processes an incoming

request received from an inbound adapter within a service flow and then displays the result using an

outbound adapter.

To modify Biz System information, click the Biz System from Biz System List. This opens Biz System

Details ([Figure 2.4]) where you can modify the information. For detailed information, refer to "Biz System

Details".

To add a Biz System, click [Add]. For detailed information, refer to "Adding a Biz System".

[Figure 2.3] [System] - [System] - Biz System List

● Biz System List

DescriptionItem

Biz System ID.Biz System ID

Biz System name.Biz System Name

Biz System's configuration type.Configuration Type

– Server

– ServerCluster
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DescriptionItem

Server Status.Server Status

– FAILED: Failed to run a server.

– RUNNING: Started a server and the server is currently running.

– SHUTDOWN: Not started a server yet or stopped the server.

– STANDBY: Started a server and the server is in standby status.

– SUSPENED: Stopped all deployed applications on the server so the

applications can no longer provide service.

– UNCERTAIN: Uncertain status because the server booting is not

completed.

– OTHER: Other status.

Biz System Details

To go to Biz System Details, click [System] > [System] and then click a Biz System in the navigation

pane or Biz System List ([Figure 2.3]).

To edit a Biz System, modify the information and then click  (save). For detailed information about

each item, refer to "Adding a Biz System". To delete a Biz System, click [Delete] from the drop-down

menu of  (menu). For detailed information, refer to "Deleting a Biz System".

[Figure 2.4] [System] - [System] - Biz System Details

Note

An error may occur if a business system is updated while the system is in use. Therefore, the user

must consider how the changes would affect the overall system operation before updating the business

system.
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Adding a Biz System

Since the list displayed in Biz System List ([Figure 2.3]) is about servers or server clusters that are

managed in JEUS, they must have been added to JEUS first before using them in AnyLink.

Note

It is possible to add and modify servers or server clusters for a Biz System only through JEUS

WebAdmin. A Biz System can only have one server or one server cluster. If multiple servers are to

process the same job, use a server cluster.

To add a Biz System, click [Add] below Biz System List ([Figure 2.3]). This opens the Add Biz System

screen. Enter basic information and then click [Save].

[Figure 2.5] [System] - [System] - Add Biz System

● Basic Settings (*: required items)

DescriptionItem

Unique Biz System ID.Biz System ID*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Biz System name.Biz System Name*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Option to configure a Biz System.Configuration Type*

– Server

– Server Cluster

JEUS servers and server clusters are displayed for each configuration

type. Each list can be managed in JEUS WebAdmin.
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DescriptionItem

Either 'Server List' or 'Cluster list' depending on the value set in

'Configuration Type'.

Server/Cluster List*

Deleting a Biz System

To delete a Biz System, click [Delete] from the drop-down menu of  (menu) in Biz System Details

([Figure 2.4]). In the confirmation dialog box that opens, click [OK].

Note

A Biz System can only be deleted if it has no child node such as a Biz System, adapter, or transaction.

2.3. Remote Agent

Remote agents are used to manage multiple servers remotely from a single location to reduce operating

costs. For information about how to install a remote agent, refer to AnyLink Installation Guide.

Remote agents provided by protocols such as TCP, HTTP, and FTP are used to send messages from

an external network to an internal network. Typically, they send files by using FILE endpoints. A binary

patch file can be applied to a remote agent in the [Patch] menu. A remote agent can be added, edited,

and deleted while the remote agent is in boot status.

To go to the Remote Agent screen, click [System] > [Remote Agent] or click a group in the navigation

pane.

To edit or delete a remote agent, click the remote agent from Remote Agent List. This opens Remote

Agent Details ([Figure 2.7]) where you can edit or delete the remote agent. For detailed information, refer

to "Remote Agent Details".
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[Figure 2.6] [System] - Remote Agent List

● Remote Agent List

DescriptionItem

Biz System name.Biz System Name

Remote agent ID.Remote Agent ID

Remote agent name.Remote Agent Name

Remote agent address.Address

Local host of the remote agent.Local Host

Remote agent port.Port

Manager port used by the manager of the remote agent.Manager Port

File port used for file transmission.Data Port

File port used for FTP transmission.FTP Port

Group name of the remote agent.Group Name

Current status of the manager.Manager Status

– CONNECTED: The manager is normally running.

– DISCONNECTED: The manager is shut down or cannot be connected

due to network error.

Current status of the remote agent.Agent Status

– UNKNOWN: Unknown status because the manager is in

'DISCONNECTED' status.

– RUNNING: The remote agent is running normally.
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DescriptionItem

– STOP: Ready to shut down the agent process by user's request.

– DOWN: The agent process is shut down. If the agent is terminated due

to an unexpected error, it will be started automatically.

– DISCONNECTED: The agent manager is shut down or cannot be

connected due to network error.

● Buttons

DescriptionButton

Adds a remote agent. For more information, refer to "Adding a Remote

Agent".

[Add]

Deletes a selected remote agent. For more information, refer to "Deleting

a Remote Agent".

[Del]

Exports the remote agent list as a .csv file.[Export]
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Remote Agent Details

To go to Remote Agent Details, click [System] > [Remote Agent] and then click a remote agent in the

navigation pane or Remote Agent List ([Figure 2.6]).

To edit a remote agent, modify the information and then click  (save). For detailed information about

each item, refer to "Adding a Remote Agent". To delete or control a remote agent, select an appropriate

menu from the drop-down menu of  (menu). For detailed information, refer to "Deleting a Remote

Agent" and "Controlling Remote Agent Status".

[Figure 2.7] [System] - [Remote Agent] - Remote Agent Details

Adding a Remote Agent

An agent opens a channel for endpoint management, and an agent manager manages information

necessary for agents, agent process booting, and agent endpoints. After a manager starts, the manager

starts agents and connects to the agents through the manager port.

To add a remote agent, click [Add] below Remote Agent List ([Figure 2.6]).This opens the Add Remote

Agent screen. Enter information to Basic Settings and the [Connection Info] section and then click

[Save].
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Note

The information (Port, Data Port, and Manager Port) set in the [Connection Info] section must be

identical to the information set during the remote agent installation.

The following describes the Add Remote Agent screen.

[Figure 2.8] [System] - [Remote Agent] - Add Remote Agent

● Basic Settings (*: required items)

DescriptionItem

Unique remote agent ID.Remote Agent ID*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Remote agent name.Remote Agent Name*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Name of the Biz System to use the remote agent.Biz System Name

Remote agent information.Description
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DescriptionItem

Group that contains the remote agent.Group Name

The default value is 'default-remoteAgent-group'.

● [Connection Info]

– Basic Settings (*: required items)

DescriptionItem

Remote agent address format. IPv4 is supported by default.Address Format

Option to compress a packet to send.Use Compression

IP address of the remote agent.Address*

The IP address must be entered in the format of 'xxx.xxx.xxx.xxx'. (e.g.

192.168.123.456)

Local IP address.Local IP/Host

The IP address must be entered in the format of 'xxx.xxx.xxx.xxx'. (e.g.

192.168.123.456)

The default value is the value set in 'Address'.

Communication port of the remote agent.Port*

Manager port used by the manager of the remote agent.Manager Port*

File port used by RA TCP, RA HTTP, and RA FILE for file transmission.Data Port*

File port used for FTP transmission.FTP Port

Packet unit when sending files using the remote agent.Buffer Size

(Unit: bytes, default value: 8192, minimum value: 8192)

– Health Check Setting

DescriptionItem

Interval for checking the health of the remote agent.The value 0 specifies

not to use the health check function.

Interval (ms)

Time to wait for a response from the remote agent when executing a health

check. It is recommended that the value is set lower than the interval value

so that no health check will occur during a wait period.

Timeout (ms)

– Use SSL
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DescriptionItem

Option to use SSL.Use SSL

If you select 'Yes', you need to additionally set Trust Store Setting

(Anylink Server) and Store Location (Remote Agent).

– Trust Store Setting (Anylink Server)

DescriptionItem

Store location.Store Location

Store type.Store Type

– JKS

– PKCS12

Trust store password.Store Password

– Store Location (Remote Agent)

DescriptionItem

Store location.Store Location

Store type.Store Type

– JKS

– PKCS12

Key store password.Private Key Password

Trust store password.Store Password

Deleting a Remote Agent

There are following two methods to delete a remote agent.

● Method 1

Select a checkbox for a remote agent to delete in Remote Agent List ([Figure 2.6]) and then click

[Del]. In the confirmation dialog box that opens, click [OK].

● Method 2
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Click [Delete] from the drop-down menu of  (menu) in Remote Agent Details ([Figure 2.7]). In the

confirmation dialog box that opens, click [OK].

Controlling Remote Agent Status

To remotely control status of the remote agent, click [Start] or [Stop] from the drop-down menu of 

(menu) in Remote Agent Details ([Figure 2.7]).

2.4. Adapter

Adapters enable input and output processing between a business system and other system components

using a required protocol. It also allows users to use the library of an application that runs on system

components.

After adding a Biz System in Biz System List ([Figure 2.1]), add an adapter, endpoint group, and endpoint

by selecting the following submenus of [System] > [Adapter].

● [Adapter List]

● [Endpoint Group List]

● [Endpoint List]

2.4.1. Adapter List

To go to the Adapter List screen, click [System] > [Adapter] or click an adapter in the navigation pane.

To edit or delete an adapter, click the adapter from Adapter List.This opens Adapter Details ([Figure 2.10])

where you can edit or delete the adapter. For detailed information, refer to "Adapter Details".
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[Figure 2.9] [System] - [Adapter] - Adapter List

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz system name.Biz System Name

Adapter type.Adapter Type

Adapter ID or name (case-sensitive).You can search by using part of the

name.

Adapter ID/Name

– Adapter ID

– Adapter Name

– Adapter ID/Name

● Adapter List

DescriptionItem

Biz System name selected when adding the adapter.Biz System Name

Adapter type selected when adding the adapter.Adapter Type

– TCP

– HTTP

– Tmax

– WebService

– DB

– FILE
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DescriptionItem

– Log

– FTP

– MQ

– SAP

– UDP

– SMTP

– WebDAV

– Tuxedo

– JMS

– ebXML

– ISO8583

– ProObject

Adapter name.Adapter Name

Adapter version. Version is incremented by 1 each time deployment is

performed.

Version

Date when the adapter was last updated.Last Updated

ID of a user who updated the adapter.Owner

● Buttons

DescriptionButton

Adds an adapter. For more information, refer to "Adding an Adapter".[Add]

Deletes a selected adapter. For more information, refer to "Deleting an

Adapter".

[Del]

Starts a selected adapter's endpoint.[Start]

Stops a selected adapter's endpoint.[Stop]

Exports a adapter list as a .csv file.[Export]

Note

This guide contains information on how to manage adapters. The detailed information about adapter

types is not covered in this guide. Refer to each adapter guide for more information.
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Adapter Details

To go to Adapter Details, select an adapter in the navigation pane, or click [System] > [Adapter] and

then click an adapter from Adapter List ([Figure 2.9]).

To edit an adapter, modify the information and then click  (save). For detailed information about each

item, refer to "Adding an Adapter".

Note

Editing an adapter in a running system may cause an issue.

To delete an adapter, click [Delete] from the drop-down menu of  (menu). For detailed information,

refer to "Deleting an Adapter".

[Figure 2.10] [System] - [Adapter] - Adapter Details (1)

To display more detailed adapter information, click [V] (open) at the right bottom of Basic Settings. To

retrieve deployment history, click [Change History]. For more information about deployment history, refer

to "4.3. Deployment History".

[Figure 2.11] [System] - [Adapter] - Adapter Details (2)

The following describes each tab in Adapter Details. For information about each item in Basic Settings

and the [Advanced Settings] tab, refer to "Adding an Adapter".
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● [Endpoint Group List] Tab

Displays endpoint groups added to the selected adapter. For information about endpoint group

management, refer to "2.4.2. Endpoint Group List".

[Figure 2.12] [System] - [Adapter] - Adapter Details - [Endpoint Group List] Tab

● [Endpoint List] Tab

Displays endpoints added to the selected adapter. For more information about endpoint management,

refer to "2.4.3. Endpoint List".

[Figure 2.13] [System] - [Adapter] - Adapter Details - [Endpoint List] Tab

Adding an Adapter

To add an adapter, click [Add] below Adapter List ([Figure 2.9]). This opens the Add Adapter screen.

Enter information and then click [Save].

[Figure 2.14] [System] - [Adapter] - Add Adapter

● Basic Settings (*: required items)

DescriptionItem

Unique adapter ID.Adapter ID*
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DescriptionItem

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Adapter name.Adapter Name*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Adapter type.Adapter Type*

– TCP

– HTTP

– Tmax

– WebService

– DB

– FILE

– FTP

– MQ

– SAP

– UDP

– SMTP

– WEBDAV

– Tuxedo

– JMS

– ebXML

– ISO8583

– ProObject

Information about the adapter.Description

Biz System that the adapter will belong to.Biz System Name*

Deployment purpose. The purpose can be retrieved by selecting

[Deployment] > [Deployment History] (refer to "4.4. Deployment").

Deployment Purpose

● [Advanced Settings] Tab
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DescriptionItem

Select an outbound thread pool to use from the dropdown list.Outbound Thread Pool ID

● [Connection Control] Tab

Controls client access to IP adapters. Only available for TCP adapters.

DescriptionItem

IP Control – OFF: Allow access of all clients. (Default value)

– Allow: Allow access of clients that match the specified IP rule.

– Deny: Deny access of clients that match the specified IP rule.

Deleting an Adapter

There are following two methods to delete an adapter.

● Method 1

Select a checkbox for an adapter to delete in Adapter List ([Figure 2.9]) and then click [Del]. In the

confirmation dialog box that opens, click [OK].

● Method 2

Click [Delete] from the drop-down menu of  (menu) in Adapter Details ([Figure 2.10]). In the

confirmation dialog box that opens, click [OK].

Note

An adapter can be deleted only if it has no child node such as an endpoint group or endpoint.Therefore,

check if an adapter has a child node before deleting it.

Log Adapter

When adding a Biz System, a Log adapter (default-log-adapter) and its endpoint (default-log-endpoint)

are created automatically. The default-log-adapter Log adapter is unique.

To view and edit the Log adapter, select default-log-adapter in the navigation pane. This opens the

Adapter Details where you can view the adapter. Edit the adapter in the [Trace Log] and [Transaction
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Log] tabs, which are available only for Log adapters. Connection Info can be set for the endpoint under

the Log adapter. For information about basic information and the other tabs, refer to "Adapter Details".

● [Trace Log] Tab

[Figure 2.15] [System] - [Log Adapter] - [Adapter Details] - [Trace Log] Tab

DescriptionItem

Trace log table name. (Default value: AL_TRACE_LOG_$DAY)Log Table Name

Endpoint of the Log adapter. (Default value: default-log-endpoint)Endpoint

Number of threads that process transaction log.Queue Pool Size

Maximum number of transactions processed per unit time. As many

transactions as the maximum number are processed as a database batch

job.

Max DB Processing Count

Name of the user class created for log encryption.Encryption User Class

Name
For information about how to create a user class, refer to AnyLink Studio

Guide.

After creating the encryption user class, configure it by selecting

[Configuration] > [Log Configuration]. For more information, refer to

"3.4. Log Configuration".

● [Transaction Log] Tab
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[Figure 2.16] [System] - [Log Adapter] - [Adapter Details] - [Transaction Log] Tab

DescriptionItem

Transaction log table name. (Default value:

AL_TRANSACTION_LOG_$DAY)

Log Table Name

Endpoint of the Log adapter. (Default value: default-log-endpoint)Endpoint

Number of threads that process transaction log.Queue Pool Size

Maximum number of transactions processed per unit time. As many

transactions as the maximum number are processed as a database batch

job.

Max DB Processing Count

2.4.2. Endpoint Group List

Endpoint groups are used to manage multiple endpoints together, as a management unit. Unlike an

endpoint that cannot have a child element, an endpoint group can have multiple endpoints to manage

them as its child element.

To go to the Endpoint Group List screen, click [System] > [Adapter] > Endpoint Group List.

To edit or delete an endpoint group, click the endpoint group from Endpoint Group List. This opens

Endpoint Group Details ([Figure 2.18]) where you can edit or delete the endpoint group. For detailed

information, refer to "Endpoint Group Details".
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[Figure 2.17] [System] - [Adapter] - Endpoint Group List

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz system name.Biz System Name

Adapter type.Adapter Type

Adapter.Adapter

Routing method for endpoint allocation.Routing Method

Endpoint group ID or name (case-sensitive).You can search by using part

of the name.

Endpoint Group ID/Name

– Endpoint Group ID

– Endpoint Group Name

– Endpoint Group ID/Name

● Endpoint Group List

DescriptionItem

Biz System where the endpoint group is registered.Biz System Name

Adapter type of the endpoint group.Adapter Type

– TCP

– HTTP

– Tmax

– DB

– FILE
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DescriptionItem

– Log

– FTP

– MQ

– SAP

– UDP

– SMTP

– WebDAV

– Tuxedo

– JMS

– ebXML

– ISO8583

– ProObject

Endpoint group name.Endpoint Group Name

Endpoint group version.Version

Date when the endpoint group was last updated.Last Updated

Methods that selects and allocates an endpoint included in the endpoint

group when the group receives a request.

Routing Method

– None

– RoundRobin

– ConnectionDedicatedRoundRobin

– AvailableConnectionRoundRobin

– FewerRequest

– Priority

– Mapping

– SessionKey

ID of a user who added or updated the endpoint group.Owner

● Buttons
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DescriptionButton

Deletes a selected endpoint group. For more information, refer to "Deleting

an Endpoint Group".

[Del]

Starts a selected endpoint group's endpoint.[Start]

Stops a selected endpoint group's endpoint.[Stop]

Exports the endpoint group list as a .csv file.[Excel]

Note

An endpoint or endpoint group must be added for an endpoint group in the Endpoint Group List tab.

An endpoint group cannot be set for an endpoint in the Endpoint List tab. If no endpoint group is set

for an endpoint, refer to "Adding an Endpoint".

Endpoint Group Details

To go to Endpoint Group Details, select an endpoint group in the navigation pane, or click an endpoint

group from Endpoint Group List ([Figure 2.17]).

To edit an endpoint group, modify the information and then click  (save). For detailed information about

each item, refer to "Adding an Endpoint Group".

Note

Editing an endpoint group in a running system may cause an issue.

To delete an endpoint group, click [Delete] from the drop-down menu of  (menu). For detailed

information, refer to "Deleting an Endpoint Group".

[Figure 2.18] [System] - [Adapter] - Endpoint Group Details
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● [Advanced Settings] Tab

DescriptionItem

Maximum time to try to connect to an endpoint before trying to route to

another endpoint. (Default value: 60 seconds)

Failback time (s)

Only available when 'Routing Method' is set to 'RoundRobin'.

● [Endpoint Group List] Tab

Displays and manages endpoint groups.

To add an endpoint group, click [Add]. For more information, refer to "Adding an Endpoint Group". To

delete an endpoint group, click [Del]. For more information, refer to "Deleting an Endpoint Group". To

start an endpoint in the group, click [Start]. To stop an endpoint in the group, click [Stop].

[Figure 2.19] [System] - [Adapter] - Endpoint Group Details - [Endpoint Group List] Tab

● [Endpoint List] Tab

Displays endpoints in an endpoint group.

To add an endpoint, click [Add]. For more information, refer to "Adding an Endpoint". To delete an

endpoint group, click [Del]. For more information, refer to "Deleting an Endpoint". To start an endpoint,

click [Start]. To stop an endpoint, click [Stop].

[Figure 2.20] [System] - [Adapter] - Endpoint Group Details - [Endpoint List] Tab

● [Connection Control] Tab

Configures endpoint connection information. Only available for TCP adapters.
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[Figure 2.21] [System] - [Adapter] - Endpoint Group Details - [Connection Control] Tab

DescriptionItem

Controls client access to endpoints. The setting for an endpoint group

applies to the group's subgroups and endpoints.

IP Control

– Parent: Inherit the parent setting. Only available for endpoint subgroups

and endpoints.

– OFF: Allow access of all clients. (Default value)

– Allow: Allow access of clients that match the specified IP rule.

– Deny: Deny access of clients that match the specified IP rule.

● [Priority] Tab

Configures priorities of endpoints. Only available when 'Routing Method' in Basic Settings is set to

'Priority'.

[Figure 2.22] [System] - [Adapter] - Endpoint Group Details - [Priority] Tab

DescriptionItem

Maximum time to try to connect to an endpoint before trying to route to

another endpoint. (Default value: 60 seconds)

Failback time (s)

If the routing to an endpoint with a highest priority is failed, it is tried to an

endpoint with the next priority.

Sets priorities of endpoints of the endpoint group.Endpoint List
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DescriptionItem

– Priority: Only allow a number.

– Use: Option to apply a priority. If selected, the priority can be set.

● [Mapping Setting] Tab

Configures mapping information of endpoints. Only available when 'Routing Method' in Basic Settings

is set to 'Mapping'.

[Figure 2.23] [System] - [Adapter] - Endpoint Group Details - [Mapping Setting] Tab

DescriptionItem

If selected, an endpoint to map is specified according to VALUE mapped

by using 'Endpoint Routing' in Basic Info in the Activity Preference

Flow Mapping

window for an outbound activity in AnyLink Studio. For more information,

refer to "Chapter 6. Service Flow Editor" in AnyLink Studio Guide.

Supports TCP, ProObject, and HTTP protocols.

Endpoint to map according to a field value (key) in the ID of an outbound

request flow message that matches.

Message ID, Key

If selected, mapping information of endpoint groups and endpoints can be

configured.

Endpoint Group Mapping

If not selected, mapping value of an endpoint to route to is set among

sub-endpoints of the endpoint group. If there is no value to map, the

AvailableConnectionRoundRobin routing method is used.
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DescriptionItem

Endpoint List – value: Mapping value. If there is no value to map, this value is used.

(Default value: an asterisk (*))

– Mapping: To set a mapping value, click [Add]. Multiple values can be set.

Adding an Endpoint Group

To add an endpoint group, click [Add] in the [Endpoint Group List] tab in Adapter Details ([Figure 2.10])

or Endpoint Group Details ([Figure 2.18]).This opens the Add Endpoint Group screen. Enter information

and then click [Save]. This opens the Endpoint Group Details screen where you can set relevant

information in each tab. For more information, refer to "Endpoint Group Details".

[Figure 2.24] [System] - [Adapter] - Add Endpoint Group

● Basic Settings (*: required items)

DescriptionItem

Biz system that an endpoint will be added to. It is set automatically

according to the settings of the adapter that contains the endpoint group.

Therefore, it cannot be modified.

Biz System Name

Adapter type. This is set automatically according to the settings of the

adapter that contains the endpoint group.Therefore, it cannot be changed.

Adapter Type

Adapter name. This is set automatically according to the settings for the

adapter that contains the endpoint group.Therefore, it cannot be changed.

Adapter Name

Unique endpoint group ID.Endpoint Group ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Endpoint group name.Endpoint Group Name*
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DescriptionItem

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Description of the endpoint group. It is recommended to describe an

endpoint group in detail because this field helps user identify each endpoint

group.

Description

Allocates an endpoint that will process a request that was sent to the

endpoint group.

Routing Method

– None: Used only for management. Allocation function is not supported.

– ConnectionDedicatedRoundRobin: Allocates an endpoint only for a

specified request. An endpoint is allocated based on the RoundRobin

method only if an endpoint was not allocated for the first request.

– FewerRequest: Allocates an endpoint that receives the least number of

requests.

– RoundRobin: Allocates an endpoint in a round robin fashion.

– AvailableConnectionRoundRobin: Enabled only in TCP adapters. This

method allocates requests to the endpoint that is set to Yes in Manage

Connection. If a session is not valid when session connection is

maintained, requests are allocated to another valid session.

– Priority: Allocates an endpoint with the highest priority. If the routing is

failed, it is tried to an endpoint with the next priority. Priorities of endpoints

can be set in the [Priority] tab ([Figure 2.22]).

– Mapping: Allocates an endpoint that match the value in a received

message. Mapping information can be set in the [Mapping Setting] tab

([Figure 2.23]).

– SessionKey: Allocates an endpoint that matches the session key.

Deployment purpose. The purpose can be retrieved by selecting

[Deployment] > [Deployment History] (refer to "4.4. Deployment").

Deployment Purpose

Deleting an Endpoint Group

There are following two methods to delete an endpoint group.

● Method 1
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Select a checkbox for an endpoint group to delete in Endpoint Group List ([Figure 2.17]) and then

click [Del]. In the confirmation dialog box that opens, click [OK].

● Method 2

Click [Delete] from the drop-down menu of  (menu) in Endpoint Group Details ([Figure 2.18]). In

the confirmation dialog box that opens, click [OK].

Note

An endpoint group cannot be deleted if it has a child resource such as an endpoint group or endpoint.

2.4.3. Endpoint List

Each endpoint represents direction of data transmission to specific resources including BizTx or BizTx

Group through the protocols of the adapter. An adapter can have multiple endpoints.

Endpoints can be grouped together, and an endpoint group can have another endpoint group as its child

element. However, an endpoint cannot have another endpoint or endpoint group as its child element.

Therefore, it is necessary to determine whether to configure an endpoint or endpoint group for adapters.

Note

For more information about endpoint group, refer to "2.4.2. Endpoint Group List". This section only

describes how to configure an endpoint for adapter.

To go to the Endpoint List screen, click [System] > [Adapter] > Endpoint List.

To edit or delete an endpoint, click the endpoint from Endpoint.This opens Endpoint Details ([Figure 2.26])

where you can edit or delete the endpoint. For detailed information, refer to "Endpoint Details".
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[Figure 2.25] [System] - [Adapter] - Endpoint List

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System that an endpoint belongs to.Biz System Name

Adapter Type.Adapter Type

Adapter that an endpoint belongs to.Adapter

Communication direction.Direction

Endpoint ID or name (case-sensitive).Endpoint ID/Name

– Endpoint ID

– Endpoint Name

– Endpoint ID/Name

Endpoint status.Endpoint Status

Endpoint group name.Endpoint Group Name

When searching for an endpoint group, all parents endpoint groups are

searched. All endpoints in the endpoint group are displayed.

● Endpoint Group List
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DescriptionItem

Biz system that an endpoint belongs to.Biz System Name

Adapter type.Adapter Type

– TCP

– HTTP

– Tmax

– WebService

– DB

– FILE

– Log

– FTP

– MQ

– SAP

– UDP

– SMTP

– WebDAV

– Tuxedo

– JMS

– ebXML

– ISO8583

– ProObject

Adapter name.Adapter Name

Endpoint group name.Endpoint Group

Endpoint name.Endpoint Name

Communication direction.Direction

– Inbound

– Outbound

– Both
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DescriptionItem

Endpoint version.Version

Date when the endpoint was last updated.Last Updated

User who added the endpoint.Owner

Initial boot value.Initial State at Boot

– RUNNING: Endpoint is active at booting.

– STOPPED: Endpoint is inactive at booting.

Endpoint status.Status

– RUNNING: Endpoint is active.

– STOPPED: Endpoint is inactive.

● Buttons

DescriptionButton

Deletes a selected endpoint. For more information, refer to "Deleting an

Endpoint".

[Del]

Starts a selected endpoint. The endpoint status becomes RUNNING. For

more information, refer to "Controlling Endpoint Status".

[Start]

Stops a selected endpoint. The endpoint status becomes STOPPED. For

more information, refer to "Controlling Endpoint Status".

[Stop]

Exports the endpoint list as a .csv file.[Export]

Endpoint Details

To go to Endpoint Details, select an endpoint in the navigation pane, or click an endpoint from Endpoint

List ([Figure 2.25]).

To edit an endpoint, modify the information and then click  (save). For detailed information about each

item, refer to "Adding an Endpoint".

Note

Editing an endpoint in a running system may cause an issue.
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To delete or control an endpoint, select an appropriate menu from the drop-down menu of  (menu).

For detailed information, refer to "Deleting an Endpoint" and "Controlling Endpoint Status".

[Figure 2.26] [System] - [Adapter] - Endpoint Details

Adding an Endpoint

Endpoint connects an adapter and other components and determines the direction of data transmission.

To configure an endpoint, one or more adapters must be added first. For more information about adding

an adapter, refer to "Adding an Adapter". After one or more adapters are set up, an endpoint can be added

to any of them.

Note

It is required that an endpoint is configured with a protocol that the adapter uses. The specific

configurations for each adapter type are not covered in this guide, which describes the common

configurations required to add an endpoint to an adapter. For more information about adapter settings,

refer to the relevant guide for each adapter.

To add an endpoint, click [Add] in the [Endpoint List] tab in Adapter Details ([Figure 2.10]) or Endpoint

Group Details ([Figure 2.18]). This opens the Add Endpoint screen. Enter information and then click

[Save].
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[Figure 2.27] [System] - [Adapter] - Add Endpoint

● Basic Settings (*: required items)

DescriptionItem

Biz System that an endpoint will be added to. This is set automatically

according to the settings for the adapter that contains the endpoint.

Therefore, it cannot be changed.

Biz System Name

Adapter type. This is set automatically according to the settings for the

adapter that contains the endpoint. Therefore, it cannot be changed.

Adapter Type

Adapter name. This is set automatically according to the settings for the

adapter that contains the endpoint. Therefore, it cannot be changed.

Adapter Name

Unique endpoint ID.Endpoint ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Endpoint name.Endpoint Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Endpoint group that endpoint will belong to.Endpoint Group Name

This is set automatically according to the settings for the adapter that

contains the endpoint. Therefore, it cannot be changed. For more

information about configuring an endpoint group, refer to "2.4.2. Endpoint

Group List".

Endpoint status.Endpoint Status

– Running: Endpoint is active.
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DescriptionItem

– Stopped: Endpoint is inactive.

Initial boot value.Initial State at Boot

– Running: Endpoint is active at booting.

– Stopped: Endpoint is inactive at booting.

Communication direction of endpoint.Direction

One of the following options can be configured according to the adapter

setting.

– Inbound: Receives messages from external.

– Outbound: Sends messages to external.

– Both: Exchanges messages with external.

Description of an endpoint. It is recommended to describe an endpoint

group in detail because this field helps user identify each endpoint group.

Description

Deployment purpose. The purpose can be retrieved by selecting

[Deployment] > [Deployment History] (refer to "4.4. Deployment").

Deployment Purpose

Note

This guide does not explain the contents of each tab which vary depending on the adapter type. For

more information, refer to each adapter guide.

Deleting an Endpoint

There are following two methods to delete an endpoint.

● Method 1

Select a checkbox for an endpoint to delete in Endpoint List ([Figure 2.25]) and then click [Del]. In the

confirmation dialog box that opens, click [OK].

● Method 2

Click [Delete] from the drop-down menu of  (menu) in Endpoint Details ([Figure 2.26]). In the

confirmation dialog box that opens, click [OK].
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Controlling Endpoint Status

One or more endpoints displayed in the endpoint list can be started and stopped. There are following two

methods to control an endpoint.

● Method 1

Select one or more endpoints to control, click [Start] or [Stop] in Endpoint List ([Figure 2.25]). In the

confirmation dialog box that opens, click [OK].

● Method 2

To control an endpoint, click [Start] or [Stop] from the drop-down menu of  (menu) in Endpoint

Details ([Figure 2.26]). In the confirmation dialog box that opens, click [OK].

Copying an Endpoint

To copy an endpoint, click [Copy] from the drop-down menu of  (menu) in Endpoint Details

([Figure 2.26]).

2.5. Adapter Cluster

When a Biz System is created in a cluster environment, adapter, endpoint group, and endpoint resources

can be clustered. Configure a Biz System with a cluster of servers, and add an adapter to the Biz System

from [System] > [Adapter] to create an adapter cluster.

Clicking [System] > [Adapter Cluster] initially displays the navigation tree on the left and a Biz System

and an adapter.

A white icon ( ) means that an adapter cluster is not configured yet. After it is configured, the icon will

be changed to blue ( ), and child endpoint groups or endpoints will be displayed in the navigation pane.

Selecting an unclustered adapter in the navigation pane opens a dialog box that asks whether you want

to create an adapter cluster. To go to the Add Adapter Cluster screen ([Figure 2.29]), click [OK]. For

more information, refer to "Creating an Adapter Cluster".

Selecting a clustered adapter opens the Adapter Cluster Details screen where you can edit or delete

the adapter cluster. To edit the adapter cluster, modify the information and then click  (save). For

detailed information about each item, refer to "Creating an Adapter Cluster".To delete the adapter cluster,

click [Delete] from the drop-down menu of  (menu). In the confirmation dialog box that opens, click

[OK]. The blue icon ( ) for the adapter changes to the white icon ( ).
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[Figure 2.28] [System] - [Adapter Cluster]

Creating an Adapter Cluster

To create an adapter cluster, click [System] > [Adapter Cluster] and then click an unclustered adapter.

This opens a dialog box that asks whether you want to create an adapter cluster. Clicking [OK] opens

the Add Adapter Cluster screen.

Enter information and then click [Save]. The adapter cluster is created, and the white icon ( ) for the

adapter changes to the blue icon ( ).The child endpoint group or endpoint is displayed in the navigation

pane.

If a Biz System is configured only with servers, there will be no child endpoint groups or endpoints. Display

priorities follow parent adapter settings if there are no settings for child endpoint groups or endpoints of

the adapter.

[Figure 2.29] [System] - [Adapter Cluster] - Add Adapter Cluster
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● Basic Settings

DescriptionItem

Resource ID. (Adapter, endpoint group, or endpoint)ID

Resource name. (Adapter, endpoint group, or endpoint)Name

● Cluster Settings

DescriptionItem

Number of servers to start. If ActiveCount is less or greater than the actual

number of servers, a warning message will be displayed.

Active Count

If selected, a message is not sent to another Managed Server in the cluster.Use Fixed Connection

Name of a server consisting of the cluster.Server Name

Priority of servers consisting of the cluster. Enter a number between 1 and

server counts. (can be modified)

Priority

Check the server to use in the cluster.Cluster Member

2.6. MQ

The [MQ] menu is used to save messages of transactions for which message delivery guarantee is set

and retry to send queue messages of failed transactions. To go to the MQ List screen, click [System] >

[MQ].

To edit or delete a message queue, click the queue from MQ List. This opens MQ Details ([Figure 2.31])

where you can edit or delete the queue. For detailed information, refer to "MQ Details".

[Figure 2.30] [System] - MQ List

● MQ List
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DescriptionItem

Biz system name.Biz System Name

Message queue ID.MQ ID

Message queue name.MQ Name

Message queue type.MQ Type

Maximum retry count.Max Retry Count

Retry interval.Retry Interval

Expiration time of the message queue.Expiration Time

● Buttons

DescriptionButton

Adds a message queue. For more information, refer to "Adding a Message

Queue".

[Add]

Deletes a selected message queue. For more information, refer to "Deleting

a Message Queue".

[Del]

Exports the message queue list as a .csv file.[Excel]

Note

A message queue is configured in WebAdmin. Message delivery guarantee can be set in AnyLink

Studio by using the 'RM Enabled' item. The setting in Studio has priority over that in WebAdmin. For

more information, refer to AnyLink Studio Guide.

MQ Details

To go to MQ Details, select a message queue in the navigation pane, or click a message queue from

MQ List.

To edit a message queue, modify the information and then click  (save). For detailed information about

each item, refer to "Adding a Message Queue". To delete a message queue, click [Delete] from the

drop-down menu of  (menu). For detailed information, refer to "Deleting a Message Queue".
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[Figure 2.31] [System] - [MQ] - MQ Details

Adding a Message Queue

To add a message queue, click [Add] in MQ List ([Figure 2.30]). This opens the Add MQ screen. Enter

information and then click [Save].

[Figure 2.32] [System] - [MQ] - Add MQ

● Basic Settings (*: required items)

DescriptionItem

Unique queue ID.ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.
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DescriptionItem

Queue name.Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Name of a Biz System where the queue is used.Biz System Name

Queue information.Description

● [Connection Info] Tab

DescriptionItem

DB as a fixed value.MQ Type

Expiration time of a message in the message queue. If set to a negative

value, the message is not removed from the queue until the message is

successful. (Default value: 0, unit: seconds)

Expiration Time

Maximum retry count. A negative value means infinite. (Default value: 0)Max Retry Count

Retry interval. A negative value means one second. (Default value: 0, unit:

seconds)

Retry Interval

Vendor of the database to connect to.Vendor

– Tibero

– Oracle

– Maria

ID of the datasource set in JEUS.Datasource ID

Deleting a Message Queue

There are following two methods to delete a message queue.

● Method 1

Select a checkbox for a message queue to delete in MQ List ([Figure 2.30]) and then click [Del]. In the

confirmation dialog box that opens, click [OK].

● Method 2

52   AnyLink WebAdmin Guide



Click [Delete] from the drop-down menu of  (menu) in MQ Details ([Figure 2.31]). In the confirmation

dialog box that opens, click [OK].

2.7. Patch
The [Patch] menu is used to manage patch files used when adding an agent engine patch to a remote

agent or a new version of engine patch to AnyLink Studio. To go to the Patch screen, click [System] >

[Patch].

[Figure 2.33] [System] - [Patch]

● Patch File List

DescriptionItem

Name of the uploaded patch. Case-sensitive. Search term can be part of

the file name.

File Name

Date when the file was uploaded.Date Created

Date when the file was updated.Date Updated

ID of the owner who uploaded the file.Owner

File version.Version

Type of the patch file. Type can be selected when uploading the patch.Patch Type

– AgentPatch: Agent engine patch for agent engines.

– StudioPatch: Engine patch for AnyLink Studio.

● Buttons
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DescriptionButton

Deletes a selected patch file.[Del]

To delete a patch file, select the file from the list and then click [Del]. In

the confirmation dialog box that opens, click [OK].

Selects a remote agent to deploy AgentPatch to.[RA Deploy]

The following are the steps for patching an agent and AnyLink Studio.

● Patching an Agent

1. Select 'AgentPatch' in 'Patch Type'.

2. Select a patch file by clicking [Choose File] and then click [Upload] to upload the file.

3. Select the patch file from Patch File List and then click [RA Deploy] below the list.

4. Select a remote agent to deploy an agent file to in the Select Remote Agent dialog box, and then

click [Deploy] at the bottom.

● Patching AnlyLink Studio

1. Select 'StudioPatch' in 'Patch Type'.

2. Select a patch file by clicking [Choose File] and then click [Upload] to upload the file.

3. Confirm that the patch file is added in Patch File List.

4. When AnyLink Studio accesses the server where the patch file is added, it automatically detects

and downloads the patch file.
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Chapter 3. Configuration

This chapter describes the functions and uses of [Configuration]. The configuration menu is used to

configure and manage a variety of resources necessary to operate a Biz System.

3.1. Overview
The [Configuration] menu is used to configure and manage the resources necessary to operate a Biz

System.

The following describes each Configuration menu. For more information about the function and usage of

each menu, refer to the relevant section.

DescriptionMenu

Displays BizTxs added in AnyLink Studio and allocates thread pools to each

BizTx.

[BizTx Configuration]

Manages thread pools to be allocated to each BizTx or Biz System.[Thread Pool]

Configures log levels of each BizTx or adapter.[Log Configuration]

Configures file log levels of each BizTx or adapter.[File Log Setting]

Configures the level and location of logs generated from each server.[System Log]

Schedules and manages BizTxs to be run routinely.[Job Schedule]

Configures masking of BizTxs of each Biz System.[Masking

Configuration]

Configures rules to manage BizTxs.[BizTx Control]

Configures flow limit for BizTxs.[Flow Control]

Configures rules to manage a Biz System.[Biz System

Configuration]

Configures network status to be sent to internal systems.[Network]

Configures and manages terminals.[Terminal]

Adds and manages VAN information.[VAN]

Configures and manages event occurrences in AnyLink.[Event]

Views the messages deployed in AnyLink, and shares with other systems.[Message]

Adds external contacts.[External Contacts]
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3.2. BizTx Configuration

The [BizTx Configuration] menu is used to allocate thread pools to each transaction or transaction

group.

By default, a Biz System contains a single thread pool to process all BizTxs. Using a single thread pool,

however, can cause management issues. Because BizTxs share one thread pool, they cannot be processed

independently from each other. Also, system resources that are shared in the single thread pool cannot

be efficiently used by the systems in a server cluster environment.

To prevent such issues, AnyLink enables users to allocate thread pools to each transaction or transaction

group. Each transaction can be managed separately from other transactions in this way.

Note

This section describes how to allocate thread pools to each BizTx or BizTx Group that has already

been added in AnyLink Studio. For information about adding a BizTx Group or BizTx, refer to "AnyLink

Studio Guide".

3.2.1. Configuring a Biz System

A Biz System processes its transactions with the default thread pool  if a specific thread pool is not set

for an individual transaction.

The default thread pool is created automatically when the Biz System is first created. If necessary, you

can configure the priority and the number of thread pools. It is recommended to specify optimal thread

pool settings for a Biz System or a server to efficiently use system resources.

To allocate thread pools to each Biz System, the Biz System and thread pools must be configured first.

To allocate thread pools to each Biz System, click [Configuration] > [BizTx Configuration], and then

select a Biz System in the navigation pane on the left. Configure a thread pool to be used in the Biz

System, and then click  (save) at the top right hand corner.

[Figure 3.1] [Configuration] - [BizTx Configuration] - Biz System - Set BizTx
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● Basic Settings

DescriptionItem

Date when the Biz System was created.Date Created

User who created the Biz System.Created By

Date when the Biz System was updated.Last Updated

User who updated the Biz System.Updated By

Version of the Biz System.Version

● Thread Pool

DescriptionItem

Thread pool to be allocated to the Biz System. 'bizSystemDefaultThreadPool'

is allocated by default.

Thread Pool

3.2.2. Configuring a BizTx/BizTx Group

In AnyLink, thread pools can be allocated for each BizTx or BizTx Group. Before allocating thread pools,

a Biz System, thread pool, BizTx, or BizTx Group must have been set. Note that the settings of a parent

item override those of its child item when a BizTx belongs to a BizTx Group in a hierarchical structure.

To allocate thread pools to each BizTx/BizTx Group, click [Configuration] > [BizTx Configuration]

and select a BizTx or BizTx Group in the navigation pane on the left. The Set BizTx screen is displayed.

Configure a thread pool to be used in the BizTx or BizTx Group and then click  (save) at the top right

hand corner.

[Figure 3.2] [Configuration] - [BizTx Configuration] - BizTx/BizTx Group - Set BizTx
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● Basic Settings

DescriptionItem

Date when the Biz System was created.Date Created

User who created the Biz System.Created By

Date when the Biz System was updated.Last Updated

User who updated the Biz System.Updated By

Version of the Biz System.Version

● Thread Pool

Set a thread pool to be used by the BizTx. When Inherit Parent Setting is selected, any other setting

is not required. When Configure Thread Pool is selected, a thread pool to be used by the BizTx needs

to be specified.

DescriptionItem

Option to set a thread pool to be used by the BizTx.Inherit Setting

– Inherit Parent Setting: Option to use a thread pool dedicated to the Biz System.

– Configure Thread Pool: Option to use a thread pool dedicated to the BizTx.

Specifies a thread pool to be used by the BizTx. This item is applicable when

the Configure Thread Pool option has been selected.

Thread Pool

3.3.Thread Pool

The [Thread Pool] menu is used to manage thread pools to be used in BizTxs.

In AnyLink, you use multiple thread pools to efficiently process BizTxs. Thread pool settings must be

specified with caution because it may affect the performance of the transaction processing in the Biz

System.

To use this menu, click [Configuration] > [Thread Pool].
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[Figure 3.3] [Configuration] - [Thread Pool]

● Thread Pool List

DescriptionItem

Name of a Biz System to use the thread pool.Biz System Name

Thread pool ID.Thread Pool ID

Thread pool name.Thread Pool Name

Queue size for storing jobs that were not allocated to a thread.Queue Size

Minimum number of threads to be maintained in the thread pool.Min Size

Maximum number of threads to be maintained in the thread pool.Max Size

Retention period of threads.Keep Alive Time

Highest priority threads.VIP Thread

● Button

DescriptionButton

Adds a thread pool. For more information, refer to "Adding a Thread Pool".[Add]

Deletes a thread pool.[Del]

To delete a thread pool, select the thread pool from the list and click [Del].

In the confirmation dialog box that opens, click [OK].

Thread Pool Info

To edit thread pool information, go to [Configuration] > [Thread Pool] and then click the thread pool in

the navigation pane. The Thread Pool Info screen is displayed where you can change or delete the

thread pool information.
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Edit the thread pool information and then click  (save). For more information about each item, refer to

"Adding a Thread Pool".

[Figure 3.4] [Configuration] - [Thread Pool] - Thread Pool Info

Caution

If the thread pool is being used, the user should carefully update the thread pool information.This may

affect the performance of the transaction processing in the Biz System.

Adding a Thread Pool

To go to the Add Thread Pool screen, click [Add] below the Thread Pool List ([Figure 3.3]) screen.

Enter information and then click [Save].
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[Figure 3.5] [Configuration] - [Thread Pool] - Add Thread Pool

● Basic Settings (*: required items)

DescriptionItem

Unique thread pool ID.Thread Pool ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Thread pool name.Thread Pool Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Biz System that uses the thread pool.Biz System Name*

You can configure the thread pool for use by the entire system or specific

systems. Note that this item is related to 'Common Settings'.

● Thread Pool Settings

DescriptionItem

Option to handle requests coming into the thread pool when the queue is

full.

Queue Pool Policy

– System Error Handling: Suspend the system processing to generate an

error exception.

– Processed by Caller Thread: Use the caller thread to process the task.
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DescriptionItem

Option to use VIP threads that need to be processed within a certain period

of time.

Use VIP Thread

You can prioritize specific business transactions.

Priority of threads that handle low-priority business transactions. (Highest:

1, Default: 6)

Regular Thread Priority

Must not be higher priority compared to VIP threads.

VIP Thread Priority. Priority of VIP threads that handle high-priority business

transactions. (Highest: 1, Default: 3)

No

Must not be lower priority compared to regular threads.

● Common Settings

Thread pool settings to be applied to the Biz System selected in 'Basic Settings'. Unless specific

servers have their own settings, these settings are shared by all servers in the Biz System.

DescriptionItem

Fixed to 'All Servers' and cannot be modified by a user.Server Name

Common thread pool settings to be used by the Biz System selected in

'Basic Settings'.

Queue size for storing jobs that were not allocated to a thread. When set

to -1, the queue size is not limited.

Queue Size

Number of threads and retention time for handling low-priority jobs.Regular Thread

– Min Size: Minimum number of threads

– Max Size: Maximum number of threads if the job cannot be processed

with the minimum number of threads.

– Keep Alive Time: If the number of threads is greater than the minimum

number of threads, the excess threads will be terminated if they are idle

for longer than the keep alive time.

Number of VIP threads for processing high-priority BizTxs.VIP Thread Count

● Server Settings

AnyLink optimizes the performance of servers by allowing each server with different specifications and

environments to use a different thread pool.
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To configure thread pool settings for each server, select a Biz System from 'Server Settings' and then

select one of the servers belonging to the Biz System from the drop-down list. Click [Add] to configure

thread pool settings for the server.

[Figure 3.6] [Configuration] - [Thread Pool] - [Add Thread Pool] - Server Settings

The configuration items are the same as 'Common Settings'. The following describes the items unique

to Server Settings.

DescriptionItem

Name of a server selected from the list of servers in 'Server Settings' to

configure its own settings.The server cannot be changed by directly entering

Server Name

a name. To edit a server setting, delete the existing setting and then add a

new one.

3.4. Log Configuration

In AnyLink, BizTxs and adapters have hierarchical relationship in which child nodes inherit the settings

of its parent node. If a parent node does not record logs, its child nodes also do not record logs even if

they are set to. In addition, as AnyLink allows users to monitor resources based on logs, effective monitoring

of a Biz System or BizTx requires a logging level TRACE or higher.

The following describes the log content for each logging level.

DescriptionLog Level

Does not log messages.OFF

Message logging with a transaction ID, sequence number, timestamp,

logging point ID, and error message. (Default value)

TRACE

TRACE level message logging, except for file attachment to be sent

via HTTP. 'ATTACHMENT' indicates that no log file is created for the

MESSAGE w/o ATTACHMENT

attachment. To record the log with attachment information, select

FULL MESSAGE.

TRACE level message logging including attachment information.FULL MESSAGE
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Note

It is recommended to understand the log level before configuring BizTx logs and adapter logs, which

will be discussed in the next section. For monitoring, select TRACE, MESSAGE w/o ATTACHMENT,

or FULL MESSAGE.

3.4.1. Configuring BizTx Logs

You can log each BizTx Group or BizTx and specify a log level for the BizTx's outbound rule as well.

Logging level of each BizTx is determined based on a tree of relations between BizTx and BizTx Group.

Therefore, you must first define a BizTx or BizTx Group in AnyLink Studio before specifying a log level.

For more information about how to define a tree of relations between BizTxs, BizTx Groups, and outbound

rules, refer to "AnyLink Studio Guide".

Note

In AnyLink child element inherits the log level settings of its parent element. A BizTx Group can have

a BizTx Group and a BizTx as its child element whereas a BizTx can have an outbound rule as its child

element. For example, if a BizTx is set not to log transactions, then an outbound rule that belongs to

the BizTx will not be logged as well.

By default, a log level is set for each type of AnyLink resources. An outbound rule has one resource for

which to set a log level, but a BizTx has resources such as an inbound adapter or outbound adapter, and

a service flow, which require separate log level settings. The following describes how to set log levels for

AnyLink resources. This applies the same to all types of AnyLink resources and is thus explained only

once as followings.

To set logs per BizTx, click [Configuration]> [Log Configuration] and then click [BizTx Level] in the

navigation pane. The log configuration information for each Biz System is displayed in a tree structure.

A white icon ( ) means that a log level is not configured yet. After it is configured, the icon will be changed

to blue ( ).

If you select a Biz System or BizTx for which no log level is configured, a dialog box appears asking if

you want to configure the log level. To go to the Set BizTx/BizTx Group Log screen ([Figure 3.8]), click

[OK]. For more information, refer to "Setting BizTx or BizTx Group Logs". If you select a Biz System or

BizTx for which a log level is configured, the detailed information is displayed on the right side of the

screen where you can change or delete the log level settings. To edit the log level settings, modify the

information and then click  (save). To delete the log level settings, click [Delete] from the drop-down

menu of  (menu) on the top right hand corner.

64   AnyLink WebAdmin Guide



[Figure 3.7] [Configuration] - [Log Configuration] - BizTx/BizTx Group Log Configuration

Setting BizTx or BizTx Group Logs

Specify a log level for an inbound or outbound adapter and a flow.

If you select a Biz System or BizTx for which a log level is not configured yet, the Set BizTx/BizTx Group

Log screen is displayed.

When AnyLink is first installed and no configuration has been provided yet, 'Transaction Log' is set to

the 'ON' state. Accordingly, 'Inbound Adapter', 'Flow', and 'Outbound Adapter' in 'Detailed Transaction

Trace Log' are all set to 'TRACE' by default. 'Encrypt Message' is set to No.

Configure each item and then click  (save) at the top right hand corner. The Biz System or BizTx will

be displayed with the blue icon ( ) in the tree with its child elements.
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[Figure 3.8] [Configuration] - [Log Configuration] - Set BizTx/BizTx Group Log (1)

● Transaction Log

Enable transaction logging for the BizTx or BizTx Group.

● Detailed Transaction Trace Log

The following describes the resources that consist of a BizTx or BizTx Group and require a log level

setting. For more information, refer to "AnyLink Runtime Engine Server Guide" and "AnyLink Studio

Guide".

– When 'Flow' is set to all,

The same log level is applied to the all sections that constitute the 'flow'.

[Figure 3.9] [Configuration] - [Log Configuration] - Set BizTx/BizTx Group Log (2)

DescriptionItem

Logging level for an adapter that sends input data from the BizTx.Inbound Adapter

Logging level for a service flow used by the BizTx. The same log level

applies to the entire flow.

Flow

Logging level for an adapter that receives output data from the BizTx.Outbound Adapter
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DescriptionItem

Option to configure whether to encrypt the message to be logged.

Encryption Class must have been configured in default-log-adapter.

Encrypt Message

– When 'Flow' is set to 'By Category'

Different log levels can be set for the four categories of the 'flow'.

[Figure 3.10] [Configuration] - [Log Configuration] - Set BizTx/BizTx Group Log (3)

DescriptionItem

Logging level for data that an inbound adapter sends to a flow, or logging

level for data that a flow sends to an outbound adapter.

Flow Start/End

(e.g. Flow start and end)

Logging level for a service flow or server flow called by event/activity.

(e.g. Message event, adapter activity, response activity)

Traceable Event/Activity

Logging level for an activity except services, controls, and utilities. (e.g.

User class)

Internal Activity

Logging level for flow control or utility calls. (e.g. JOIN and split gateway)Control/Utility

3.4.2. Configuring Adapter Logs

You can log transactions of adapters configured in WebAdmin.

An adapter includes an inbound endpoint and an outbound endpoint. An inbound endpoint sends input

to a specific transaction, and an outbound endpoint sends the output of a specific transaction. Logging

levels of inbound and outbound endpoints can be configured in Adapter Level.
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An inbound endpoint allows a user to set logging of all transaction sections that range from data input to

data output. This is the same as logging configuration of a BizTx or BizTx Group in the 'BizTx Level'

configuration. An outbound endpoint inherits the setting of an inbound endpoint by default. The log level

of a specific endpoint can be changed when necessary.

To set log levels per Adapter, click [Configuration] > [Log Configuration] and then click [Adapter Level]

in the navigation pane. The log configuration for each Adapter is displayed in a tree structure. A white

icon ( ) means that a log level is not configured yet. After it is configured, the icon will be changed to

blue ( ).The tree will display the child elements of the adapter, such as endpoints and endpoint groups.

If you select an adapter for which no log level is configured, a dialog box appears asking if you want to

configure the log level. To go to the the Set Adapter Log screen, click [OK]. If you select an adapter for

which a log level is configured, the detailed information is displayed on the right side of the screen where

you can change or delete the log level settings. To edit the log level settings, modify the information and

then click  (save).To delete the log level settings, click [Delete] from the drop-down menu of  (menu)

on the top right hand corner.

[Figure 3.11] [Configuration] - [Log Configuration] - Set Adapter Log

● Inbound Adapter ( )

Set the log level for an inbound or outbound adapter and a flow used by the BizTx or BizTx Group.
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[Figure 3.12] [Configuration] - [Log Configuration] - Inbound Adapter

– Detailed Transaction Trace Log

The following describes the resources that constitute a BizTx or BizTx Group and require a log level

setting. For more information, refer to "AnyLink Runtime Engine Server Guide".

DescriptionItem

Logging level for an adapter that sends input data from the BizTx.Inbound Adapter

Logging level for a service flow run in the BizTx. The same log level can

be applied to the entire flow or to specific sections of the flow.

Flow

– Flow Start/End: Logging level for data that an inbound adapter sends

to a flow, or logging level for data that a flow sends to an outbound

adapter. (e.g. Flow start and end)

– Traceable Event/Activity: Logging level for a service flow or server flow

called by event/activity. (e.g. Message event, adapter activity, response

activity)

– Internal Activity: Logging level for an activity except services, controls,

and utilities. (e.g. User class)

– Control/Utility: Logging level for flow control or utility calls. (e.g. JOIN

and split gateway)

For more information about logging levels, refer to "AnyLink Studio Guide".

Logging level of an adapter that receives output data from the BizTx.Outbound Adapter

Option to encrypt the message to be logged.Encrypt Message

● Outbound Adapter ( )

Set the log level for an outbound adapter.This setting overrides the log setting of the inbound endpoint.
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[Figure 3.13] [Configuration] - [Log Configuration] - Outbound Adapter

Caution

For adapters, endpoint groups, and endpoints that support both inbound and outbound communication

directions, the same logging levels must be set for both inbound and outbound directions.

3.5. File Log Setting
File logs are logs printed as separate files, and their logging levels can be set individually and separately

from transaction trace files.

In AnyLink, BizTxs and adapters have hierarchical relationship in which child nodes inherit the settings

of its parent node. If a parent node does not record logs, its child nodes also do not record logs even if

they are set to. In addition, as AnyLink allows you to monitor resources based on logs, effective monitoring

of a Biz System or BizTx requires a logging level Trace with MESSAGE or higher.

File log location and retention period can be configured from 'File Handler Settings' of the Biz System

Configuration ([Figure 3.46]) screen. To go to the screen, click [Configuration] > [Biz System

Configuration]. For more information, refer to "3.11. Biz System Configuration".

The following are the format of file logs.

Logical NamePhysical NameNumber

Logging point (AfterCalled, Arrival, etc.)Point1

Object type to be logged (Flow, Endpoint, etc.)Type2

Detailed object type to be logged (End, Scheduler, etc.)Subtype3

Globally unique IDGUID4

BizTx IDBiztxId5

SequenceSequence6

Unique ID of adapters, endpoints, and flow activities.SysId7

Server nameNodeId8

Child GUIDCGUID9

Time of loggingDatetime10

Error codeErrorCode11
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Logical NamePhysical NameNumber

Error messageErrorMessage12

Requested inbound IPRequestIP13

Next target IDTargetId14

Trace IDTraceId15

Message lengthLength16

Message encryptionEncrypt17

Message object IDMessageTypeId18

Message content (Activity message content is outputted to the DTO)Message19

The following describes the contents of each logging level.

DescriptionLog Level

Does not log messages.OFF

Trace logs that contain message content. The logs are outputted as log

files. For information about message content, refer to "File Log Format".

TRACE with MESSAGE

Trace logs that contain message contents as well as those not logged

by the TRACE with MESSAGE logging method. The logs are outputted

FULL MESSAGE

to a log file. This logging level also records more logs than TRACE with

MESSAGE because trace logs without message contents are also

written.

Note

It is recommended to understand the logging levels before configuring BizTx logs and adapter logs,

which will be explained in the next section. For monitoring, select either TRACE with MESSAGE or

FULL MESSAGE.

Chapter 3. Configuration   71



File logging can write data received from a flow to a DTO file except IN and OUT messages from adapters.

The DTO type is supported for request and response messages. The request message writes data after

mapping and the response message writes data before the mapping.

For more information about BizTx/Adapter level configuration, refer to "3.4. Log Configuration".

3.5.1. Configuring BizTx Logs

To set file logs per BizTx, click [Configuration] > [File Log Setting] and then click [BizTx Level] in the

navigation pane. The log configuration information for each Biz System is displayed in a tree structure.

A white icon ( ) means that a log level is configured for the resource. After a log level is configured, the

icon will be changed to blue ( ).

If you select a Biz System BizTx for which no file log level is configured from the tree, a dialog box appears

asking if you want to configure a log level. To go to the Set BizTx/BizTx Group File Log screen

([Figure 3.15]), click [OK]. For more information, refer to "Set BizTx or BizTx Group File Log".

If you select a Biz System or BizTx for which a file log level is configured, the detailed information is

displayed on the right side of the screen where you can change or delete the file log level settings. To

edit the file log level settings, modify the information and then click  (save). To delete the file log level

settings, click [Delete] from the drop-down menu of  (menu) on the top right hand corner.

[Figure 3.14] [Configuration] - [File Log Setting] - Set BizTx/BizTx Group File Log
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Setting BizTx/BizTx Group File Logs

If you select a BizTx for which a file log level is not configured yet from the BizTx Level tree, the Set

BizTx/BizTx Group File Log is displayed. The logging levels of 'Inbound/Outbound Adapter' and 'Flow'

can be specified in this section.

Configure each item and then click  (save) at the top right hand corner. The Biz System or BizTx will

be displayed with the blue icon ( ) in the tree on the left.

[Figure 3.15] [Configuration] - [File Log Setting] - Set BizTx/BizTx Group File Log (1)

● File Log

Enable file logging for the BizTx or BizTx Group.

DescriptionItem

Enables the logging for the BizTx or BizTx Group. Select the ON option

under File Log to display the File Trace Log section. In this section, a detailed

BizTx or BizTx log setting can be specified.

ON

Disables the logging for the BizTx or BizTx Group.OFF

● File Trace Log

The following describes the resources that consist of a BizTx or BizTx Group and require log level

setting. For more information, "AnyLink Runtime Engine Server Guide".

DescriptionItem

Logging level for an adapter that sends input data from the BizTx.Inbound Adapter

Logging level for a service flow used by the BizTx.Flow

The same log level can be applied to the entire flow or to specific sections

of the flow.
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DescriptionItem

For more information about logging levels, refer to "Log Content Level

Option".

Logging level for an adapter that receives output data from the BizTx.Outbound Adapter

– When 'Flow' is set to all

The same log level is applied to the all sections that constitute the 'flow'.

[Figure 3.16] [Configuration] - [File Log Configuration] - Set BizTx/BizTx Group File Log (2)

– 'When 'Flow' is set to 'By Category',

Different log levels can be set for the four categories of the 'flow'.

[Figure 3.17] [Configuration] - [File Log Configuration] - Set BizTx/BizTx Group File Log (3)

DescriptionItem

Logging level for data that an inbound adapter sends to a flow, or log

level for data that a flow sends to an outbound adapter.

Flow Start/End

(e.g. Flow start and end)

Logging level for a service/ server flow called by event/activity. (e.g.

Message event, adapter activity, response activity)

Traceable Event/Activity

Logging level for an activity except services, controls, and utilities. (e.g.

User class)

Internal Activity
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DescriptionItem

Logging level for flow control or utility calls. (e.g. JOIN and split gateway)Control/Utility

3.5.2. Configuring Adapter Logs

You can specify file logs of each adapter in WebAdmin.

To set file log levels per Adapter, click [Configuration] > [File Log Setting] and then click [Adapter

Level] in the navigation pane. The file log configuration for each Adapter is displayed in a tree structure.

A white icon ( ) means that a file log level is not configured yet. After it is configured, the icon will be

changed to blue ( ). The tree will display the child elements of the adapter, such as endpoints and

endpoint groups.

If you select an adapter for which no file log level is not configured from the tree, a dialog box appears

asking if you want to configure the file log level. To go to the Set Adapter File Log screen, click [OK]. If

you select an adapter for which a file log level is configured, the detailed information is displayed on the

right side of the screen where you can change or delete the file log level settings. To edit the file log level

settings, modify the information and then click  (save). If you want to delete the file log level settings,

click [Delete] from the drop-down menu of  (menu) on the top right hand corner.

[Figure 3.18] [Configuration] - [File Log Setting] - Adapter Level

● Inbound Adapter ( )

Set the log content level of an inbound, outbound adapter, and a flow by used the BizTx or BizTx Group.
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[Figure 3.19] [Configuration] - [File Log Setting] - Inbound Adapter

– File Trace Log

The following describes the resources that constitute a BizTx or BizTx Group and require a file log

level setting. For more information, refer to "AnyLink Runtime Engine Server Guide".

DescriptionItem

Logging level for an adapter that sends input data from the BizTx.Inbound Adapter

Logging level for a service flow run in the BizTx. The same log level can

be applied to the entire flow or to specific sections of the flow.

Flow

– Flow Start/End: Logging level for data that an inbound adapter sends

to a flow, or logging level for data that a flow sends to an outbound

adapter.

– Traceable Event/Activity: Logging level for a service flow or server flow

called by event/activity.

– Internal Activity: Logging level for an activity except services, controls,

and utilities (e.g. User class).

– Control/Utility: Logging level for flow control or utility calls. (e.g. JOIN

and split gateway)

For more information about file logging levels, refer to "AnyLink Studio

Guide".

Logging level of an adapter that receives output data from the BizTx.Outbound Adapter

● Outbound Adapter ( )

Set the log content level of an outbound adapter. This setting overrides the inbound endpoint setting.
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[Figure 3.20] [Configuration] - [File Log Setting] - Outbound Adapter

Caution

If an endpoint supports both inbound and outbound communication directions, you need to configure

both inbound and outbound adapters.
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3.6. System Log
AnyLink supports system logs that record engine executions and errors in a Biz System or servers that

belongs to it. To enable system logging, a Biz System must have been added first.

The logging levels for servers or server clusters can be either inherited from the Biz System that they

belong to or can be specified separately in the Inherit Setting section. To set separate logging levels,

select the server from the tree in the navigation pane. The Inherit Setting section is displayed where

you can enable the Configure System Log option.

[Figure 3.21] [Configuration] - [System Log] - Inherit Setting

To go to the System Log Settings screen, click [Configuration] > [System Log] and then click the Biz

System.

[Figure 3.22] [Configuration] - [System Log]

● File Handler Setting

DescriptionItem

Logging levels.Log Level

– OFF: Logging is turned off.

– FINEST: Very detailed trace.

– FINER: Less detailed trace.
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DescriptionItem

– FINE: Message content only.

– CONFIG: Static configuration change or status.

– INFO: General information and warning messages.

– SEVERE: Serious errors.

Location to save logs.File Location

The default value is set to the following path.

${server.home}/logs/AnyLink_rte_%d{1}.log

– server.home: Server home directory

– domain.home: Domain home directory

– install.root: Installation directory (= jeus.home)

Time to keep log files.The unit is set in days. If set to '1', system logs are updated

daily and the files of the previous day will be deleted.

File Retention Period

● System Logger List

Searches, adds, or deletes system logs.

DescriptionItem

System logger name.Logger Name

System logger's logging level.Log Level

● Button

DescriptionButton

Add a system logger. For more information, refer to "Adding a System Logger".[Add]

Delete a system logger.[Del]

To delete a system logger, select the system logger from the list and click [Del].

In the confirmation dialog box that opens, click [OK].
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Adding a System Logger

To add a system logger, click [Add] in the System Log Setting ([Figure 3.22]) screen. The Logger

Settings window opens. Configure the name and level of the logger and then click [Save].

[Figure 3.23] [Configuration] - [System Log] - Logger Settings

● Logger Settings (*: required items)

DescriptionItem

To view a list of logger names, click the [?] button next to [Logger Name*].Logger Name*

Same as the 'Log Level' option in the File Handler Setting.Log Level*

3.7. Job Schedule
A job is an operation of assigning BizTxs to a Biz System and running the BizTxs.You can schedule a

job to run routinely or start it immediately using WebAdmin.

To enable job scheduling, Go to [Configuration] > [Job Schedule]. For more information, refer to the

relevant section.

DescriptionTab

Adds, edits, or views jobs using BizTx IDs.[Job List]

Schedules job executions and views the list of currently scheduled jobs.[Schedule List]

Schedules the running of server cluster.[Schedule Cluster List]

Views the results and start/end time of scheduled jobs.[Schedule Execution

History]

Specifies holidays during which the scheduler will not perform a job.[Calendar]
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3.7.1. Job List

Clicking [Configuration] > [Job Schedule] > [Job List] displays the Job List screen where you can

add, change, or view jobs using BizTx IDs. Enter search conditions and then click [Search]. The list of

jobs is displayed based on your search conditions. To edit job information, click the job from the list. The

Search Jobs screen is displayed where you can modify the information. For more information, refer to

"Adding a Job".

[Figure 3.24] [Configuration] - [Job Schedule] - [Job List]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System name.Biz System Name

Job ID or Job name.Job ID, Job Name,

Job ID/Name

● Job List

DescriptionItem

Name of the Biz System to which the job was added.Biz System Name

Job ID.Job ID

Job Name.Job Name

ID of the BizTx to run the job.BizTx ID

Name of the BizTx to run the job.BizTx Name

Job status.Job Status

– READY: Ready to run the job.
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DescriptionItem

– WAITING: Waiting to run the job.

– START: Started to run the job.

– RUNNING: Running the job.

– FAILED: Failed to run the job.

– SUCCEEDED: Succeeded to run the job.

– FINISHED: Finished to run the job.

Option to select if the same job is already running.When Job is Already

Running
– After previous job ends

– Cancel execution

Time to wait for the job response.Job Response Wait Time

Time to wait for the BizTx response.BizTx Response Wait

Time

Job execution mode.Execution Mode

– Sync

– Async

Click [Start] to run the schedule immediately.Immediate Start

● Button

DescriptionButton

Adds a job. For more information, refer to "Adding a Job".[Add]

Deletes a job. For more information, refer to "Deleting a Job".[Del]

To delete a job, select the job from the list and click [Del]. In the confirmation

dialog box that opens, click [OK].

[Note]

Make sure no other schedules use the job. Deleting a scheduled job causes

an error.

Downloads the job list as a .csv file.[Export]
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Adding a Job

Clicking [Add] below the Job List ([Figure 3.24]) displays the Add Job window.

[Figure 3.25] [Configuration] - [Job Schedule] - [Job List] - Add Job

● Basic Settings (*: required items)

DescriptionItem

Unique Job ID.Job ID*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

Click [Search] to select a BizTx. Enter a Job ID and then click [Check]

to check if the Job ID exists.

[Check] is not enabled until you select a BizTx.

Job Name.Job Name*

Only allows alphanumeric, hyphen, and underscore characters with a

length of 3-30.

ID and Name of BizTx selected in the Select BizTx ([Figure 3.26])

window. BizTx ID/Name cannot be modified by user directly.

BizTx ID* / BizTx Name*

Job execution mode.Execution Mode

– Sync: Waits for the response.
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DescriptionItem

– Async: Executes the next job.

Option to select when the same job is already running.When Job is Already Running

– After previous job ends: When the previous job ends, the new job run.

To run the new job, configure BizTx Response Wait Time and Job

Response Wait Time.

– Cancel execution: The current job is canceled to process the previous

job. Because the job is canceled after the BizTx Response Wait Time

has elapsed, you don't need to configure Job Response Wait Time.

Time to wait before changing the job status to READY in case the job

does not receive a response from the BizTx.

BizTx Response Wait Time

(ms)

The job status is changed from RUNNING to READY, regardless of BizTx

processing.

The default value is 1000 ms. Set this option to 0 to prevent the same

job from running in the BizTx.

Time to wait before starting the job when 'When Job is Already Running'

is set to After previous job ends.

Job Response Wait Time

(ms)

When a schedule runs a job being used by another schedule, the

schedule waits until the previous schedule ends. If the job is still running

on the previous schedule after the specified timeout, the schedule is

canceled.

Set this option to 0 to run both schedules in order. Note that the sequential

processing is not guaranteed.

The default value is 1000 ms.

Name of the Biz System selected in the Select BizTx ([Figure 3.26])

window. Biz System Name cannot be modified by user directly.

Biz System Name*

To specify a BizTx ID/BizTx Name, click [Search] next to the BizTx ID field. In the Search BizTx

window, select a BizTx and then click [OK].
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[Figure 3.26] [Configuration] - [Job Schedule] - [Job List] - Search BizTx

● Job Settings

Specifies data that the job will use as a fixed incoming value. Messages defined as fixed data in AnyLink

Studio are displayed in WebAdmin.

The list of messages has each field of request messages, which are fixed to a BizTx or its parent BizTx

Group added to the job. For more information about the message list that can be configured in AnyLink

Studio, refer to "AnyLink Studio Guide".

[Figure 3.27] [Configuration] - [Job Schedule] - [Job List] - [Add Job] - Job Settings

DescriptionItem

Name of a field to fix an incoming value.Field Name

ID of a field to fix an incoming value.ID

Data type of a field to fix an incoming value.Type

Option to use a fixed incoming value or null.Yes
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DescriptionItem

If 'Use' is checked when the field value is empty, an empty string ("") is entered.

If 'Use' is unchecked, null value is entered.

Fixed incoming value.Value

3.7.2. Schedule List

The Schedule List screen is used to schedule job executions and to view the list of currently scheduled

jobs.To go to the screen, click [Configuration] > [Job Schedule] > [Schedule List].The default schedule

is automatically created when the Schedule List is initially displayed. Its schedule ID is

default-instant-schedule'. This list shows the status of the schedules and detailed schedule information.

Clicking a schedule in the list displays the Update Schedule window. For more information about

configuration items, refer to "Adding a Scheduler".

Note

Changing an adapter of the system that is being used can cause errors.

[Figure 3.28] [Configuration] - [Job Schedule] - [Schedule List]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System name.Biz System Name

Schedule status.Status

Schedule name. Case sensitive. Search term can be part of the schedule

name.

ID, Name, ID/Name

● Schedule List
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DescriptionItem

Name of the Biz System selected to add the schedule.Biz System Name

Schedule ID.ID

Schedule name.Name

Type and configuration value of the schedule.Scheduled Run

Schedule status.Status

– Running: The schedule is running.

– Stopped: The schedule is stopped.

– Ready: The schedule is ready to start immediately. This status is only

applicable to default-instant-schedule.

Initial state of the schedule at boot.Initial State at Boot

Name of the server ready to run the schedule.Server

Click [Search] to display the Detailed Scheduler Execution History

([Figure 3.29]) window.You can check the transaction that last run by this

schedule.

Detailed Search

Click [Check] to view the next scheduled start.Next Scheduled Start

Time
The next scheduled start time is provided per server. For a cluster of servers,

this information is displayed for each server.

When [Search] on the Detailed View column is clicked, the detailed schedule information is displayed

such as the start and end time of the schedule's last execution.
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[Figure 3.29] [Configuration] - [Job Schedule] - [Schedule List] - [Detailed Search]- Detailed

Scheduler Execution History

● Button

DescriptionButton

Adds a schedule. For more information, refer to "Adding a Schedule".[Add]

Deletes a schedule.[Del]

To delete a schedule, select the schedule from the list and click [Del]. In

the confirmation dialog box that opens, click [OK].

Downloads the schedule list as a .csv file.[Excel]

Starts a schedule. The status of the schedule is RUNNING.[Start]

Multiple schedules can be simultaneously started by checking them in the

list.

Stops a schedule. The status of the schedule is STOPPED.[Stop]

Multiple schedules can be simultaneously stopped by checking them in the

list.

Adding a Schedule

Schedules can be configured with business days. To configure business day settings, a Biz System must

be added to the calendar first. If a Biz System is not added to a calendar, no business calendar will be
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available in schedule settings. To add a Biz System to the calendar, refer to "Adding a Calendar" and

"Editing a Calendar". If holiday is not considered for a schedule, the calendar setting is not necessary.

Clicking [Add] below the Schedule List ([Figure 3.28]) displays the Add Schedule window. Edit the

schedule information and click [Save].

[Figure 3.30] [Configuration] - [Job Schedule] - [Schedule List] - Add Schedule

● Basic Settings (*: required items)

DescriptionItem

Unique schedule ID.ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Click [Search] in Job Settings to select a Job, and then click [Check] to

check if the schedule ID exists.

Schedule name.Name*
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DescriptionItem

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Status of the schedule.Status

– Running: Running the schedule.

– Stopped: Stopped the schedule.

Initial state of the schedule at boot.Initial State at Boot

– Running: Running the schedule at boot.

– Stopped: Stopped the schedule at boot.

● Job Settings

DescriptionItem

ID of the scheduled job. The job ID cannot be specified directly by a user.Job ID*

Click [Search] to display the Search Jobs ([Figure 3.31]) window, and then

select a job.

Calendar with holidays in which a job runs or not run. For more information

about how to configure a calendar, refer to "3.7.5. Calendar".

Calendar

[Note]

A Biz System must have been added to a calendar prior to selecting a

calendar. For more information, refer to "Editing a Calendar."

Select a job in the Search Jobs window, and then click [Select].
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[Figure 3.31] [Configuration] - [Job Schedule] - [Schedule List] - Add Schedule - Search Jobs

● Repetition Period

Specify when to start scheduling from in the left section of 'Repetition Period'.

[Figure 3.32] [Configuration] - [Job Schedule] - [Schedule List] - Add Schedule - Repetition Period

There are two options to repeat a job.

DescriptionOption

Duration of the job repetition. A scheduled job is repeated until the specified

time.

End Time Setting

Number of times to repeat a job. A scheduled job is repeated for the specified

number of times.

Repetition Times Setting

● Repetition

– Periodic

Specify the repetition frequency.
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– Cron

Enter a cron expression. This value must be entered in Cron expression.

A cron expression is a string comprising of 6 to 7 fields separated by blank space. Each field contains

seconds, minutes, hours, day of month, month, day of week, and year in the specified order. A year

value can be left out. Click [Validate] to confirm that the cron expression is valid. A cron expression

must be validated before saving the schedule.

The following is an example of using a cron expression.

Every noon: 0 0 12 * * ?

Every 10:15 AM: 0 15 10 ? * *

10:15 AM on the 15th of every month: 0 15 10 15 * ?

Every minute between 2:00 PM and 2:59 PM daily: 0 * 14 * * ?

  It returns a number from 1 (Sunday) to 7 (Saturday) to represent the day of the

 week of a date.  

3.7.3. Schedule Cluster List

The Schedule Cluster List Settings screen is used to schedule the running of server cluster.

Click [Configuration] > [Job Schedule] > [Schedule Cluster List] to display the Schedule Cluster

Details screen. The number of servers and the priority of each server are specified in this screen.

At startup, the schedule cluster is not yet configured, and the tree in the navigation pane shows only the

Biz System and the default-scheduler with a white icon ( ). After configured in the Create Schedule

Cluster screen, the tree displays the cluster's child schedules and the white icon is changed to blue ( ).

If the Biz System consists of only of servers, the tree is not shown on the left.

Note

If no schedule cluster was configured when AnyLink is installed, all booted servers belonging to the

cluster run the schedule.

If you select a schedule for which cluster is not configured yet, a dialog box appears asking if you want

to configure a schedule cluster. Click the [OK] button to navigate to the Create Schedule Cluster

([Figure 3.34]) screen. For more information, refer to "Adding a Schedule Cluster".

92   AnyLink WebAdmin Guide



If you select a schedule for which cluster is configured, the Schedule Cluster Details screen is displayed

on the right side of the screen. Edit the information and then click  (save) at the top right hand corner.

To delete a schedule cluster, select a schedule with the blue icon ( ) from the tree and then click [Delete]

from the drop-down menu of  (menu) on the top right hand corner.

[Figure 3.33] [Configuration] - [Job Schedule] - [Schedule Cluster List]

Adding a Schedule Cluster

Click [Configuration] > [Job Schedule]> [Schedule Cluster List] and then click a scheduler from the

tree in the navigation pane. A dialog box appears asking if you want to create a schedule cluster. To go

to the Create Schedule Cluster screen, click [OK]. Configure the Schedule Cluster settings and click

[Save]. The white icon for the schedule will be changed to blue ( ).

[Figure 3.34] [Configuration] - [Job Schedule] - Create Schedule Cluster

● Basic Settings

DescriptionItem

Scheduler ID.ID

Scheduler name.Name

● Cluster Settings
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DescriptionItem

Actual number of servers to run within a cluster. A warning message will

appear if this value is greater or less than actual number of servers.

ActiveCount

List of servers belonging to the cluster.Server Name

Priority of each server belonging to the cluster. Specify a value between 1

and the number of servers. This value can be changed.

Priority

Option to enable a server belonging to the cluster.Cluster Member

3.7.4. Schedule Execution History

The Schedule Execution History screen is used to view the results and status of scheduled jobs. Click

[Configuration] > [Job Schedule] > [Schedule Execution History] to display the Schedule Execution

History screen. The screen lists the jobs that were executed by scheduling or immediate-start. Clicking

a schedule execution in the list opens the Scheduler Execution History List ([Figure 3.37]) window.

[Figure 3.35] Configuration] - [Job Schedule] - [Schedule Execution History]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Length of time to run the schedule. Enter the period, or select it by clicking

the Calendar icon.

Period

Name of the Biz System.Biz System Name

Server.Target Server

Server status.Execution Status

Name of the schedule to search for.Schedule Name
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● Schedule Execution History List

DescriptionItem

Biz System that the schedule is added to.Biz System Name

ID of the job that was executed based on the schedule.Job ID

Schedule name.Name

Type and configuration of the schedule.Scheduled Run

Server to run the schedule.Target Server

Execution Status – SUCCESS: Successfully completed the job.

– FAIL: Failed to complete the job.

– RUNNING: Running the job.

– START: Before starting to run the job. A BizTx is started yet.

– ERROR: An error occurred while running the job.

Schedule start time.Start Time

Schedule end time.End Time

Click [OK] to check the transaction trace logs of the schedule in the

Transaction Trace ([Figure 3.36]) window.

Transaction

To view the transaction trace logs of the schedule, click [OK] below the 'Transaction' field in the

Detailed Scheduler Execution History screen. For more information, refer to "Transaction Trace" of

"5.2. Biz System".
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[Figure 3.36] [Configuration] - [Job Schedule] - [Schedule Execution History] - Transaction Trace

● Button

DescriptionButton

Downloads the schedule execution history as a .csv file.[Excel]

An error may occur due to time-consuming downloads. The default export

size is 100. The export size cannot exceed 10,000. The export size can be

modified by the user.

Detailed Scheduler Execution History

To go to the Detailed Scheduler Execution History ([Figure 3.35]) window, click a specific line from the

list in the Scheduler Execution History screen.
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[Figure 3.37] [Configuration] - [Job Schedule] - [Schedule Execution History] - Detailed Scheduler

Execution History

3.7.5. Calendar

The Calendar screen is used to specify holidays during which the scheduler will not perform a job.

Schedules can be configured with holidays. Add a calendar in the Calendar tab and set a Biz System to

use holidays. Then, a calendar becomes available in schedule settings. To go to the Calendar screen,

click [Configuration] > [Job Schedule] >[Calendar]. Calendar with business days setting are viewed

and managed in this screen.

To edit a calendar, click the calendar from the list of calendars. The Detailed Calendar Settings

([Figure 3.37]) section will be displayed where you can edit the calendar settings. For more information,

refer to "Editing a Calendar".

To view the list of specific calendars, enter search conditions and then click [Search].
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[Figure 3.38] [Configuration] - [Job Schedule] - [Calendar]

● Calendar List

DescriptionItem

Calendar ID.Calendar ID

Calendar name.Calendar Name

Calendar version. Version is incremented by 1 each time the calendar is

updated.

Version

● Button

DescriptionButton

Adds a calendar. For more information, refer to "Adding a Calendar".[Add]

Deletes a calendar.[Del]

To delete a schedule, select the schedule from the list and click [Del]. In

the confirmation dialog box that opens, click [OK].

Editing a Calendar

To edit a calendar, click a calendar from the list of calendars in the Calendar screen ([Figure 3.38]). The

Detailed Calendar Settings section will be displayed on the right. The screen displays basic calendar

information and daily schedules for the calendar.

Edit the calendar information and then click [Save]. For more information about configuration items, refer

to "Adding a Calendar".

98   AnyLink WebAdmin Guide



Note

Before editing a calendar, a Biz System must have been added to the calendar. If you edit the calendar

of the system being used, you will get an error.

[Figure 3.39] [Configuration] - [Job Schedule] - [Calendar] - Update Calendar

You can add, edit, or delete schedule information for a calendar date.

● Adding a Schedule

To add a schedule to a calendar date, click the date in the calendar.

[Figure 3.40] [Configuration] - [Job Schedule] - [Calendar] - Add Schedule
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DescriptionItem

Unique schedule name of the schedule.Name

Type of schedule.Select

– Date: Add a schedule for a specific date.

– Period: Add a schedule for a specific period.

– Day of the Week: Add a schedule for a day of the week to be repeated

for a specific period.

Date to add the schedule. If the type of schedule is 'Period', or 'Day of Week',

then users will be able to select the start date and end date of the schedule.

Date

Enabled if the type of schedule is 'Day of Week'. Multiple days of the week

can be selected. If the selected day of week is not included in the period

entered in the 'Date' option, a warning pop-up will appear.

Day of the Week

Time of the schedule. It is expressed in the hh:mm:ss AM/PM format.Time

● Editing a Schedule

Select a schedule, and then edit or delete the schedule in the Update Schedule window. As well, you

can add another schedule on the same date by selecting a margin outside the existing schedule.

[Figure 3.41] [Configuration] - [Job Schedule] - [Calendar] - Update Schedule

Adding a Calendar

Clicking [Add] below the Calendar List ([Figure 3.38]) displays the Add Calendar window. Add the

calendar information and click [Save].
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[Figure 3.42] [Configuration] - [Job Schedule] - [Calendar] - Add Calendar

● Basic Settings (*: required items)

DescriptionItem

Calendar ID.Calendar ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Calendar name.Calendar Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Calendar type. A calendar for "Business Day" or "Holidays".Calendar Type

– 'Business Day' calendar: Configure a calendar for the Biz System specified

when setting a job schedule.The schedules of the 'Business Day' calendar

will be run.

– 'Holidays' calendar: Job schedule does not execute on days specified as

holidays.

Biz System where the calendar will be added to.Biz System Name*

Information about the calendar.Description

3.8. Masking Configuration

Before masking configuration, message masking must have been configured in AnyLink Studio. The

settings then can be either enabled or disabled in WebAdmin. For more information about how to configure

message masking, refer to AnyLink Studio Guide.

To go to the Masking Configuration screen, click the [Configuration] > [Masking Configuration] and

then click a masking configuration in the navigation pane. A white icon ( ) means that masking is not
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configured yet. After configured, the icon will be changed to blue ( ). If you select a Biz System or BizTx

for which masking is not configured, a dialog box asking appears if you want to configure masking. To go

to the Masking Configuration screen, Click the [OK] button. Configure masking settings and click 

(save).

To delete a masking configuration, select a Biz System or BizTx with the blue icon ( ) from the tree and

then click [Delete] from the drop-down menu of  (menu) on the top right hand corner. In the confirmation

dialog box that opens, click [OK].

[Figure 3.43] [Configuration] - [Masking Configuration]

● Biz System Masking Setting

DescriptionItem

Biz System ID. This item is automatically entered when a Biz System is

selected from the tree.

ID

Option to use masking when looking up messages.Use for Data Lookup

3.9. BizTx Control
To go to the BizTx Control screen, click [Configuration]> [BizTx Control] and then select a Biz System

or BizTx in the navigation pane. A white icon ( ) means that BizTx control is not configured yet. After

configured, the icon will be changed to blue ( ).

If you select a Biz System or BizTx that for which BizTx Control is not configured, a dialog box appears

asking if you want to set BizTx Control. To go to the BizTx Control screen, Click [OK]. Specify the BizTx

control settings and click  (save). To delete a BizTx control setting, select a Biz System or BizTx with
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the blue icon ( ) from the tree and then click [Delete] from the drop-down menu of  (menu) on the

top right hand corner. In the confirmation dialog box that opens, click [OK].

[Figure 3.44] [Configuration] - [BizTx Control]

● BizTx Control Setting

DescriptionItem

Option to use the Biz Control settings.Enable

Option to process client requests.IP Control

– OFF: All client requests are processed. (Default value)

– Allow: Only requests from clients with the matching IP rule are processed.

– Deny: Requests from clients with the matching IP rule are restricted.

3.10. Flow Control
To go to the Flow Control Setting screen, click [Configuration] > [Flow Control] and then select a Biz

System or BizTx in the navigation pane. If the incoming transactions exceed the specified flow limit,

AnyLink issues an error.

A white icon ( ) means that flow control is not configured yet. After configured, the icon will be changed

to blue ( ).

If you select a Biz System or BizTx for which flow control is not configured, a dialog box appears asking

if you want to set flow control. To go to the Flow Control Setting screen, click [OK]. Specify the Flow

Control settings and click  (save). To delete a flow control setting, select a Biz System or BizTx with
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the blue icon ( ) from the tree and then click [Delete] from the drop-down menu of  (menu) on the

top right hand corner. In the confirmation dialog box that opens, click [OK].

[Figure 3.45] [Configuration] - [Flow Control]

● Flow Control Setting

DescriptionItem

Option to use flow control.Enable

Maximum number of packets transmitted per BizTx or BizTx Group in TPS.TPS Configuration

3.11. Biz System Configuration
To configure Biz System settings, click [Configuration] > [Biz System Configuration] and then select

a Biz System in the navigation pane. Configure the items and then click  (save).
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[Figure 3.46] [Configuration] - [Biz System Configuration]

● Basic Settings

DescriptionItem

Name of user class that manages multi-channel sessions in the Biz

System.

Multi-channel Session

Management Class Name

Policy for deploying the Biz System.Deployment Policy Setting

– All or None: Deploys either all Biz System settings or no Biz

System settings

– Partial Deploy: Deploys part of the Biz System settings..

Encryption method of a Biz System.Encryption Method Setting

This encryption method is applied to the resources to be encrypted

in the Biz System. For example, if the password of FTP endpoint

or system variable value is set to be encrypted, the encryption

method specified in this item will be used.

– AES-128

– AES-256

Option to enable the remote debugging mode of AnyLink Studio.Debugging Mode Setting

Length of time to keep log files.File Retention Period
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DescriptionItem

The unit is set in days. If set to '1', system logs are updated daily,

and the files of the previous day will be deleted.

Location to save file logs.File Location

To view a guideline for configuring a file name, click [File Naming

Help].

Data source provided by JEUS and used by Biz System to access

DB.

Data Source ID

This specified data source is used for network management,

manager approval, dash board, adapter/endpoint monitoring, events

management, batch process, and meta management. If not selected,

all of the functions are disabled and the Adapter Monitoring screen

cannot be accessed.

To view a guideline for configuring a file name, click [Data Source

Usage Notice].

URL to send network status.Network Status Transmission URL

Connection timeouts between servers in a cluster. Only applicable

when the Biz System is configured as a cluster. The unit is in

milliseconds.

Connect Timeout

Read timeouts between servers in a cluster. Only applicable when

the Biz System is configured as a cluster.The unit is in milliseconds.

Read Timeout

Option to use health check for the servers in a cluster. Only

applicable when the Biz System is configured as a cluster.

Use HealthCheck

Timeouts for flow correlation. Only applicable to flow correlation.Correlation Delay Timeout

The default value is 1000 ms. This is an interval to check after 10

seconds has elapsed. The unit is in milliseconds.
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3.12. Network
To enable network management, click [Configuration] > [Network].

This function receives error messages from organizations and sends them to internal systems, allowing

users to configure the status of organizations. For more information, refer to "AnyLink Studio Guide".

DescriptionTab

Adds or edits networks (Bizs, organizations), or views added networks.[Networks]

Views the status of newtworks before and after updates.[Network Management

History]

3.12.1. Networks

To add or edit networks (Biz, organizations) or view the list of added newtorks, click the [Configuration]

> [Network] > [Networks].

The tree is organized in the order Networks> Bizs> Organizations. Clicking each resource opens the

Networks Screen ([Figure 3.47]), Bizs Screen ([Figure 3.48]), Organizations Screen ([Figure 3.49])

respectively.

● Networks

To go to the Networks screen, click a Biz System in the navigation pane. Clicking a network from the

networks list opens the Network Information window, where you can edit the network settings. For

more information about configuring Network Information, refer to "Adding a Network".

[Figure 3.47] [Configuration] - [Network] - [Networks]
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– Network List

DescriptionItem

Network ID.ID

Network name.Name

Current status of the network.Status

Total number of organizations belonging to the network.Total

Total number of organizations for the Biz belonging to the network which

status is not registered.

Unregistered

Total number of organizations for the Biz belonging to the network which

is ready to start.

Start

Total number of organizations for the Biz belonging to the network that

has been started.

Started

Total number of organizations for the Biz belonging to the network that

has been failed.

Failed

Total number of organizations for the Biz belonging to the network which

is ready to end.

End

Total number of organizations for the Biz belonging to the network that

has been stopped.

Stopped

Date when the network information was updated.Updated

– Button

DescriptionButton

Adds a network. For more information, refer to "Adding a Network".[Add]

Deletes a network.[Del]

To delete a network, select the network from the list and click [Del]. In the

confirmation dialog box that opens, click [OK].

Sends the status of a network. Check the checkbox for the network and

then click [Send] to send the network status to the Network Status

Transmission URL set in [Configuration] > [Biz System Configuration].

[Send]

● Bizs

To go to the Bizs screen, click a network node under the Biz System in the navigation pane on the

left. Clicking a Biz from the Biz list opens the BizTx Info window, where a user can edit the details of

the selected Biz. For more information about configuring Biz Information, refer to "Adding a Biz".

108   AnyLink WebAdmin Guide



[Figure 3.48] [Configuration] - [Network] - [Bizs]

– Biz List

DescriptionItem

Biz ID.ID

Biz name.Name

Current status of the Biz.Status

Total number of organizations belonging to the Biz.Total

Total number of organizations for the Biz belonging to the network which

status is not registered.

Unregistered

Total number of organizations for the Biz belonging to the network which

is ready to start.

Start

Total number of organizations for the Biz belonging to the network that

has been started.

Started

Total number of organizations for the Biz belonging to the network that

has been failed.

Failed

Total number of organizations for the Biz belonging to the network which

is ready to end.

End

Total number of organizations for the Biz belonging to the network that

has been stopped.

Stopped

Administrator name.Administrator Name

Administrator contact.Administrator Contact

Administrator email.Administrator Email

Date when the Biz information is updated.Updated
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– Button

DescriptionButton

Add a Biz. For more information, refer to "Adding a Biz".[Add]

Delete a Biz.[Del]

To delete a Biz, select the Biz from the list and click [Del]. In the

confirmation dialog box that opens, click [OK].

Send the status of the network. Check the checkbox for the network and

then click [Send] to send the network status to the Network Status

Transmission URL set in [Configuration] > [Biz System Configuration].

[Send]

The Network Status Transmission URL setting is required in Biz System

configuration, and Json message must be set in AnyLink Studio. The

physical name must be the same as the name specified in AnyLink, and

the array size must be unbounded.

● Organizations

To go to the Organizations screen, click an organization under the Biz System in the navigation pane.

Clicking an Organization from the organization list opens the Organization Info window, where you

can edit the details of the selected organization. For more information about configuring Organization

Info, refer to "Adding an Organization".

[Figure 3.49] [Configuration] - [Network] - [Organizations]
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– Organization List

DescriptionItem

Organization ID.ID

Organization name.Name

Organization code.Code

Current status of the organization.Status

Date when the organization information is updated.Updated

– Button

DescriptionButton

Adds an organization. For more information, refer to "Adding an

Organization".

[Add]

Deletes an organization.[Del]

To delete an organization, select the organization from the list and click

[Del]. In the confirmation dialog box that opens, click [OK].

Send the status of the network. Check the checkbox for the network and

then click [Send] to send the network status to the Network Status

Transmission URL set in [Configuration] > [Biz System Configuration].

[Send]

The Network Status Transmission URL setting is required in Biz System

configuration, and Json message must be set in AnyLink Studio. The

physical name must be the same as the name specified in AnyLink, and

the array size must be unbounded.
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Adding a Network

To go to the Add Network window, click [Add] below the Networks List ([Figure 3.47]).

[Figure 3.50] [Configuration] - [Network] - [Networks] - Add Network

● Basic Settings  (*: required items)

DescriptionItem

Network ID.ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Enter a network ID and then click [Check] to check if the network ID already

exists.

Network name.Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

View a guideline for adding a network.Description
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Adding a Biz

To go to the Add Biz window, click [Add] below the Biz List ([Figure 3.48]).

[Figure 3.51] [Configuration] - [Network] - [Networks] - Add Biz

● Basic Settings (*: required items)

DescriptionItem

Biz ID.Biz ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Enter a Biz ID and then click [Check] to check if the Biz ID already exists.

Biz name.Biz Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Administrator name.Administrator Name

Administrator contact.Administrator Contact

Administrator email.Administrator Email

Information about the Biz.Description
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Adding an Organization

To go to the Add Organization window, click [Add] below the Organization List ([Figure 3.49]).

[Figure 3.52] [Configuration] - [Network] - [Networks] - Add Organization

● Basic Settings (*: required items)

DescriptionItem

Organization ID.Organization ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Enter an organization ID and then click [Check] to check if the organization

ID exists.

Organization name.Organization Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Organization code.Code*

Enter a code and then click [Check] to check if the code exists.

Organization status.Status

– Started

– Stopped

– Failed
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DescriptionItem

– Start Notified

– End Notified

– Unregistered

Information about the organization.Description

3.12.2. Network Management History

Clicking [Configuration] > [Network] > [Network Management History] opens the Network Management

History screen, where you can view the network management records that the organization has updated.

To view the detailed information about network management, click the Network Management History

tab.

[Figure 3.53] [Configuration] - [Network] - [Network Management History]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Specific period when the network was updated. Enter the period, or select

it by clicking the Calendar icon.

Period

Name of the Biz System to view.Biz System Name

Status of the network after the update.Updated Status
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DescriptionItem

Network ID.ID

Biz ID.Biz ID

Organization ID.Organization ID

● Network Management History

DescriptionItem

Network ID.ID

Biz ID.Biz ID

Organization ID.Organization ID

Original status of the network.Original Status

Status of the network after the update.Updated Status

Each update increases the version number.Version

Information about the network.Description

Date when the network information was updated.Updated

3.13.Terminal

The Terminal menu is used to access terminal management. To use the menu, click [Configuration] >

[Terminal].

To enable terminal management, the 'Manager Approval Activity' Utility of AnyLink Studio is required.

For more information, refer to "AnyLink Studio Guide".

Terminal information is used in MCI to configure and view terminals, users, and connections. Terminal

consists of the following submenus. For more information about each menu, refer to the relevant section.

DescriptionTab

Manages terminal information.[Terminals]

Manages user information.[Users]

Views the current connection to the terminal.[Connections]

Views the connection history of the terminal.[Connection History]
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3.13.1.Terminals

The Terminals tab is used to add, edit, and view Branch IDs and Terminal IDs. To go to the tab, click

[Configuration] > [Terminal] > [Terminals]. Enter the search conditions and [Search] to view the results

of your search.

To edit terminal information, click the terminal from the terminal list. The Terminal Info window will be

displayed where you can edit the terminal information. For more information, refer to "Adding a Terminal".

[Figure 3.54] [Configuration] - [Terminal] - [Terminals]

● Terminal List

DescriptionItem

Branch ID.Branch ID

Terminal ID.Terminal ID

Terminal IP.IP

Terminal port.Port

● Button

DescriptionButton

Adds a terminal. For more information, refer to "Adding a Terminal".[Add]

Deletes a terminal.[Del]

To delete a terminal, select the terminal from the list and click [Del]. In the

confirmation dialog box that opens, click [OK].
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Adding a Terminal

To go to the Add Terminal window, click [Add] below the Terminal List ([Figure 3.54]).

[Figure 3.55] [Configuration] - [Network] - [Networks] - Add Terminal

● Basic Settings (*: required items)

DescriptionItem

Branch ID.Branch ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Terminal ID.Terminal ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Enter a terminal ID and then click [Check] to check if the terminal ID exists.

Terminal IP.IP*

Terminal port number.Port*

3.13.2. Users

The Users tab is used to manage the information of users connected to the terminal. To go to the tab,

click [Configuration] > [Terminal]> [Users]. Enter the search conditions and [Search] to view the results

of your search.

To edit user information, click the user from the user list. The User Information window will be displayed

where you can edit the user information. For more information, refer to "Adding a User".
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[Figure 3.56] [Configuration] - [Terminal] - [Users]

● User List

DescriptionItem

Branch ID.Branch ID

User ID.User ID

User name.User Name

Administrator ID.Administrator ID

● Button

DescriptionButton

Adds a user connected to the terminal. For more information, refer to "Adding

a User".

[Add]

Delete a user.[Del]

To delete a user, select the user from the list and click [Del]. In the

confirmation dialog box that opens, click [OK].
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Adding a User

To go to the Add User window, click [Add] below the User List ([Figure 3.56]).

[Figure 3.57] [Configuration] - [Terminal] - [Users] - Add User

● Basic Settings (*: required items)

DescriptionItem

Branch ID.Branch ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

User ID.User ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Enter a user ID and then click [Check] to check if the user ID exists.

User name.User Name*

Administrator ID.Administrator ID

3.13.3. Connection

The Connection tab is used to view the current connections to the terminal. To go to the tab, click

[Configuration] > [Terminal]> [Connection]. Each row of the table indicates a single terminal. Clicking

on a specific row in the table opens the Detailed Terminal Connection History window.
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[Figure 3.58] [Configuration] - [Terminal] - [Connection]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Enter the period, or select it by clicking the Calendar icon.Period

Branch ID.Branch ID

Terminal ID.Terminal ID

User ID.User ID

Server connected to the terminal.Connected Server

Enter either "Y" or "N".Login Status

● Terminal Connection List

DescriptionItem

Branch ID.Branch ID

Terminal ID.Terminal ID

User ID.User ID

Server connected to the terminal.Connected Server

Terminal login information.Login Status

Terminal login time.Login Time
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3.13.4. Connection History

The Connection History screen is used to view the connection history to the terminal. To go to the

screen, click [Configuration] > [Terminal] > [Connection History]. For information about Search

Conditions and Terminal Connection List, refer to "3.13.3. Connection".

[Figure 3.59] [Configuration] - [Terminal] - [Connection History]

3.14. VAN
The VANs menu is used to view the list of added VANs. To go to the screen, click [Configuration] >

[VAN]. Enter the search conditions and then click [Search] to view the results of your search.

VAN information can ben updated in the VAN Information screen, which is displayed by clicking a VAN

in the VAN List. Update 'System Name' and 'Message Name' and then click [Save]. For more information

about configuration items, refer to "Adding a VAN".
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[Figure 3.60] [Configuration] - [VAN] - VAN List

● VAN List

DescriptionItem

System ID.System ID

System name.System Name

File name.File Name

VAN ID.VAN ID

Option to select whether the message is sent or received.Send/Receive

Message code.Message Code

Message name.Message Name

User ID who added the VAN information.Added By

Date when the user first added the VAN information.Added

User ID who updated the VAN information.Updated By

Date when the user last updated the VAN information.Updated

● Button

DescriptionButton

Adds a VAN. For more information, refer to "Adding a VAN".[Add]

Deletes a VAN.[Del]

To delete a VAN, select the VAN from the list and click [Del]. In the confirmation

dialog box that opens, click [OK].

Chapter 3. Configuration   123



DescriptionButton

Downloads the VAN list as a .csv file.[Export]

Imports the list of VANs in .csv file to WebAdmin. Click [Choose File] to select

a csv file and then click [import].

[Import]
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Adding a VAN

Clicking [Add] below the VAN List ([Figure 3.60]) displays the VAN Information window. Enter the VAN

information and then click [Save].

[Figure 3.61] [Configuration] - [VAN] - Add VAN

● Basic Settings (*: required items)

DescriptionItem

Batch system ID.System ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Batch system name.System Name

Name of the file to be sent to the VAN.File Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

VAN ID.VAN ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Option to select whether the message is sent or received.Send/Receive*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Message code.Message Code*
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DescriptionItem

To use a message code, it must be set in Batch Outbound Rule of AnyLink

Studio.

For more information about message code settings, refer to "AnyLink Studio

Guide".

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Message name.Message Name

3.15. Events
The Events menu is used to manage a variety of monitoring resources including BizTx status, network

status, and server status by calling handlers. To go to the screen, click [Configuration] > [Events].

Events have the following submenus. For more information about each screen, refer to the relevant

section.

DescriptionTab

Manages the information of events.[Events]

Views the history of events.[Event History]

Manages BizTx events.[BizTx Events]

3.15.1. Events

The Events tab is used to add, edit, and view the events of each Biz System. To go to the screen, click

[Configuration] > [Event]> [Events].

Select a Biz System in the navigation pane. Enter the search conditions and then click [Search] to view

the results of your search.

Clicking an event in the Event List displays the Update Events window. Update the event information

and then click [Save]. For more information about each item, refer to "Adding an Event".
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[Figure 3.62] [Configuration] - [Events] - [Events]

● Event List

DescriptionItem

Event ID.ID

Event name.Name

Event type.Type

– BizTx Status: Generates an event based on the status of a running BizTx.

– Network Status: Generates an event based on the status of a network.

– Server Status: Generates an event based on the status of a server.

– Connection Status: Only applicable to TCP. Generates an event based

on the status of connection to the endpoint.

Event status.State

– RUNNING: Enables the event if the condition is met.

– STOPPED: Disables the event even if the condition is met.

Event target.Target

Event level.Level

– INFO

– WARNING

Chapter 3. Configuration   127



DescriptionItem

– ERROR

– CRITICAL

Conditions to generate each event.Status

Event value.Value

Event condition.Condition

● Button

DescriptionButton

Adds an event. For more information, refer to "Adding an Event".[Add]

Deletes the selected event.[Del]

To delete an event, select the event from the list and click [Del]. In the

confirmation dialog box that opens, click [OK].

Starts an event. The event status becomes RUNNING.[Start]

Multiple events can be started at once by checking the events in the list.

Stopped an event. The event status becomes STOPPED.[Stop]

Multiple events can be stopped at once by checking the events in the list..

Adding an Event

Clicking [Add] below the Event List ([Figure 3.62]) displays the Add Event window.
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[Figure 3.63] [Configuration] - [Events] - [Events] - Add Event (1)

● Basic Settings (*: required items)

Specifies the basic event information, the conditions to generate an event, user information to send,

and an event handler to call. The conditions to generate an event varies depending on the type of the

event.

DescriptionItem

Unique event ID.ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Enter an event ID and then click [Check] to check if the event ID exists.

Event name.Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Event type.Type

– BizTx Status: Generates an event based on the status of a running BizTx

(refer to [Figure 3.64]).

– Network Status: Generates an event based on the status of a network

(refer to [Figure 3.65] ).

– Server Status: Generates an event based on the status of a server (refer

to [Figure 3.66]).
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DescriptionItem

– Connection Status: Only applicable to TCP. Generates an event based

on the status of connection to the endpoint (refer to [Figure 3.67]).

For more information about configuring an event, refer to the relevant section.

Event level.Level

– INFO

– WARNING

– ERROR

– CRITICAL

Event state.State

– RUNNING: Enables the event if the condition is met.

– STOPPED: Disables the event even if the condition is met.

Limits the frequency of how often an event runs. If the event occurs again

after the has occurred, the event handler will not run until the suppression

time expires.

Event Suppression Time

Event message format.Event Message

If a message format is created using event message variables, the event

message variables are converted into the corresponding values and passed

to the event handler.

To view the list of available event message variables, click [?] at the right

of the event message item.

User information to be sent to the event handler.User Info

Click [Search User] to display the Select User window where the users

added in WebAdmin are shown. Select a user from the list.

Monitoring event handler to be called when the event occurs. The handler

receives the event information and the users that were added to the event.

Event Handler

Click [Handler] to display the Select Message Handler window. Select an

event from the list.

Monitoring event handler must be created in AnyLink Studio. For more

information about how to create a monitoring event handler, refer to "AnyLink

Studio Guide".
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'Event Type' requires different settings according to each type.

– Event Type: BizTx Status

Event occurs based on the status of a running BizTx.

[Figure 3.64] [Configuration] - [Event] - [Events] - Add Event (2)

DescriptionItem

BizTx ID. Click [Search] to display the Select BizTx window. Select a

BizTx in the tree.

BizTx ID*

BizTx status.BizTx Status

– TPS

– Failure Count

– Average Response Time

– Single Failure

BizTx value.Value

Event condition.Condition

– Greater Than or Equal To: Event occurs when the BizTx value is greater

than or equal to the specified condition.

– Greater Than: Event occurs when the BizTx value is greater than the

specified condition.

– Less Than or Equal To: Event occurs when the BizTx value is less than

or equal to the specified condition.

– Less Than: Event occurs when the BizTx value is less than the specified

condition.
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DescriptionItem

– Equal To: Event occurs when the BizTx value is equal to the specified

condition.

– Not Equal To: Event occurs when the BizTx value is not equal to the

specified condition.

Event monitoring period. Only applicable to BizTx Status. (e.g. Assume

that failure count is more than 5 in 1 hour, set the time range to 1 hour. In

Time Range (in units of 5

seconds)

this case, if Event Suppression Time is not set, the event continues to

occur every 5 seconds for 1 hour.)

– Event Type: Network Status

Event occurs based on the network status.

[Figure 3.65] [Configuration] - [Event] - [Events] - Add Event (3)

DescriptionItem

Network ID. Click [Search] to display the Select Network window. Select

a network in the tree.

ID*

Network status.Status

– Started: Event occurs when the network is started.

– Stopped: Event occurs when the network is stopped.

– Failed: Event occurs when the network is failed.

– Start Notified: Event occurs when the network is notified to start.

– End Notified: Event occurs when the network is notified to end.

– Unregistered : Event occurs when the network is not registered.

– Event Type: Server Status

132   AnyLink WebAdmin Guide



Event occurs based on the server status.

[Figure 3.66] [Configuration] - [Event] - [Events] - Add Event (4)

DescriptionItem

Server status.Server Status

– RUNNING

– SHUTDOWN

– Event Type: Connection Status

Event occurs based on the connection status.

[Figure 3.67] [Configuration] - [Event] - [Events] - Add Event (5)

DescriptionItem

Endpoint. Click [Search] to display the Select Endpoint window. Select

an endpoint in the tree.

Endpoint List*

Connection status.Connection Status

– Connected: Event occurs when the connection is made.

– Disconnected: Event occurs when the connection is lost.
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DescriptionItem

– Denied: Event occurs when the connection is denied.

– Health Check Failed: Event occurs when health check failed.

Option to select whether the event is single or multiple.Condition

3.15.2. Event History

The Event History tab is used to view the history of the event. To go to the screen, click [Configuration]

> [Events] > [Event History].

To view a specific event history, click the event history from the Events History List. This opens Event

Details where you can view the information.

[Figure 3.68] [[Configuration] - [Event] - [Event History]

● Search Condition

Enter the following search conditions and then click [Search].

DescriptionItem

Period to view event history. Enter the period, or select it by clicking the

Calendar icon.

Period

Search condition. Select a search condition from the drop-down list.Search

Event type. Select an event type from the drop-down list.Type

Event level. Select an event level from the drop-down list.Level
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DescriptionItem

Biz system. Select a Biz System from the dropdown list.Biz System

● Events History List

DescriptionItem

Event ID.ID

Event name.Name

Event type.Type

– BizTx Status: Event occurs based on the status of a running BizTx.

– Network Status: Event occurs based on the status of a network.

– Server Status: Event occurs based on the status of the server.

– Connection Status: Only applicable to TCP. Event occurs based on the

status of connection to the endpoint.

Event level.Level

– INFO

– WARNING

– ERROR

– CRITICAL

Event target.Target

Event threshold.Value

Event occurrence time.Time

Event message.Event Message

3.15.3. BizTx Events

The BizTx Events tab is used to view and manage BizTx events.To go to the screen, click [Configuration]

> [Events] > [BizTx Events]. This screen is similar to the Events screen, but makes it easier for users

to manage BizTx events.

To perform a search, enter the search conditions and click [Search]. The items of the BizTx Events table

are the same as those of the Events table. For more information, refer to "3.15.1. Events".
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To view a specific BizTx event, click the BizTx event from the list. For more information about configuration

items, refer to "Adding an Event".

[Figure 3.69] [Configuration] - [Event] - [BizTx Events]
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Adding a BizTx Event

To add a BizTx event, click [Add] below the BizTx Events List ([Figure 3.69]).This opens the Add BizTx

Event window.

When a BizTx is selected in the navigation pane, it is automatically set in 'BizTx ID'. This screen is

similar to the Add Event screen ([Figure 3.63]), but makes it easier for users to add BizTx events. For

more information about adding events, refer to "Adding an Event".

[Figure 3.70] [Configuration] - [Event] - [BizTx Events] - Add BizTx Event

3.16. Messages
The Messages screen is used to share the messages developed with AnyLink to other solutions. The

screen includes the list of messages deployed in AnyLink. Select a message to share and then click

[Send] to share it with other systems.

To go to the Messages screen, click [Configuration] > [Message]. The list of added messages are

displayed in this screen. Enter search conditions and then click [Search] to view the results of your search.
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[Figure 3.71] [Configuration] - [Message] - Messages List

● Messages List

DescriptionItem

Biz System name.Biz System Name

Messages ID.Message ID

Message name.Message Name

BizTx ID.BizTx ID

BizTx name.BizTx name

● Button

DescriptionButton

Calls a message handler.[Send]

Handler can be set by going to [Admin] > [DIS Configuration] > [Message

Handler].

Click a message to send in the Messages screen, and then click [Send] to call

the specified handler.

Downloads the message list as a .csv file.[Export]
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3.17. External Contact
The External Contact screen is used to manage administrators of each BizTx Group/BizTx. To go to the

screen, click [Configuration] > [External Contact].

External Contact has the following submenus. For more information about each submenu, refer to the

relevant section.

DescriptionTab

Manages administrator's information and maps the administrator to a BizTx

management group.

[Administrators ]

Manages BizTxs as a group.[BizTx Management

Groups]

Views the information about the administrator mapped to the BizTx.[Administrator Info]

3.17.1. Administrators

The Administrators tab is used to add, delete, or edit an administrator. To go to the screen, click

[Configuration] > [External Contact]> [Administrators]. Enter the search conditions and then click

[Search] to view the results of your search.

To edit Administrator Information, click the administrator from the Administrator List. This opens the

Administrator Info window where you can edit the administrator. For more information about configuration

items, refer to "Adding an Administrator".

[Figure 3.72] [Configuration] - [External Contact] - [Administrators]

● Administrator List
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DescriptionItem

Administrator name.Name

Administrator's email.Email

Administrator's phone number.Phone Number

Administrator's organization.Organization

Administrator's department.Department

● Button

DescriptionButton

Adds an administrator. For more information, refer to "Adding an

Administrator".

[Add]

Deletes the selected administrator.[Del]

To delete an administrator, select the administrator from the list and click

[Del]. In the confirmation dialog box that opens, click [OK].

Calls the Administrator Handler.[Send]

Adding an Administrator

Clicking [Add] below the External Contact List ([Figure 3.72]) displays the Add Administrator window.

[Figure 3.73] [Configuration] - [External Contact] - [Administrators] - Add Administrators
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● Basic Settings (*: required items)

DescriptionItem

Administrator name.User Name*

● Details

DescriptionItem

Administrator's email.Email

Administrator's phone number.Phone Number

Administrator's organization.Organization

Administrator's department.Department

Click [BizTx Management Groups Search] to display the BizTx

Management Groups Search screen where you can manage BizTx Groups.

BizTx Management

Groups

The BizTx Group is mapped to the administrator. To delete the BizTx

management group, Click [Del].

Information about the administrator.Description

3.17.2. BizTx Management Groups

The BizTx Management Groups tab is used to manage the group of BizTxs. To go to the screen, click

[Configuration] > [External Contact] > [BizTx Management Groups]. Enter search conditions and

click [Search] to view the results of your search.

To edit a BizTx management group, click the BizTx management group from the BizTx Management

Groups List.This opens the Add BizTx Management Groups where you can edit the BizTx management

group information.

For more information, refer to "Adding BizTx Management Group".
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[Figure 3.74] [Configuration] - [External Contact] - [BizTx Management Groups]

● BizTx Management Groups List

DescriptionItem

BizTx management group ID.BizTx Management

Groups ID

BizTx management group name.BizTx Management

Groups Name

● Button

DescriptionButton

Adds a BizTx management group. For more information, refer to "Adding a

BizTx Management Group".

[Add]

Deletes a BizTx management group.[Del]

To delete a BizTx management group, select the BizTx management group

from the list and click [Del]. In the confirmation dialog box that opens, click

[OK].
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Adding a BizTx Management Group

Clicking [Add] below the BizTx Management Groups List ([Figure 3.74]) displays the Add BizTx

Management Groups window.

[Figure 3.75] [Configuration] - [External Contact] - [BizTx Management Groups] - Add BizTx

Management Groups

● Basic Settings

DescriptionItem

BizTx management group ID.ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

BizTx management group name.Name*

Click [Search] to display the Search Resource window.Resource ID

Select more than one BizTxs and then click [OK]. The list of BizTxs will be

displayed in the Add BizTx Management Groups window.
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3.17.3. Administrator Info

The Administrator Info tab is used to view administrator's information by BizTx. To go to the screen,

click [Configuration] > [External Contact] > [Administrator Info].

[Figure 3.76] [Configuration] - [External Contact] - [Administrator Info]

● Administrators Info

DescriptionItem

Name of the administrator responsible for the BizTx.Administrator Name

Email of the administrator responsible for the BizTx.Email

Phone number of the administrator responsible for the BizTx.Phone Number

Organization of the administrator responsible for the BizTx.Organization

Department of the administrator responsible for the BizTx.Department
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Chapter 4. Deployment

This chapter describes the functions and uses of each of the [Deployment] menu, which is used to

manage deployment status and history, and migration management.

4.1. Overview
The [Deployment] menu is used to manage deployment status, deployment history, and migration.

The following describes each Deployment menu. For more information about the function and usage of

each menu, refer to the relevant section.

DescriptionMenu

Displays the deployment status of an adapter, an endpoint group, an endpoint,

a BizTx, or BizTx settings.

[Deployment Status]

Retrieves and displays the deployment history of all resources deployed to

AnyLink.

[Deployment History]

Lists of AnyLink resources to be undeployed and performs undeployment.[Deployment]

Deletes undeployed resources.[Resource Deletion]

Manages migration of adapters, endpoint groups, BizTxs, endpoints, and

common libraries.

[Migration Management]

4.2. Deployment Status
The [Deployment Status] menu is used to view deployment status. To go to the Deployment Status

screen, click [Deployment] > [Deployment Status].

Deployment status represents the most current status of resources. Click the [Adapter], [BizTx], [BizTx

Configuration], [Endpoint Group], [Endpoint] menus to view the list of servers or server clusters added

to the Biz System, and their deployment date.

Hierarchical structure becomes different depending on the type of resources in AnyLink.When [Adapter],

[Endpoint Group], or [Endpoint] is selected, the hierarchical structure of adapters is displayed on the

left. When [BizTx] or [BizTx Configuration] is selected, the hierarchical structure of BizTxs and BizTx

groups added to the Biz System is displayed. For more information about deployment status of each

resource, refer to each section.
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[Figure 4.1] [Deployment] - [Deployment Status]

4.2.1. Adapter

Adapter has the following submenus.

DescriptionMenu

Displays adapter deployment status according to search conditions.[Adapter]

Displays the deployment date of an endpoint group as well as the adapter and

Biz System that the endpoint group belongs to.

[Endpoint Group]

Displays endpoint deployment status according to search conditions.[Endpoint]

Adapter

Clicking [Deployment] > [Deployment Status] > Adapter displays adapter deployment status according

to search conditions.
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[Figure 4.2] [Deployment] - [Deployment Status] - Adapter

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System name. Select a Biz System from the dropdown list.Biz System Name

Adapter type. Select the type of adapter from the dropdown list.Adapter Type

Adapter name. Set the name of adapter that belongs to the Biz System.

Case sensitive. The search term can be part of the adapter name.

Adapter Name

● Deploy Status List

DescriptionItem

Biz System name.Biz System Name

Adapter type. For information about adapter types, refer to "2.4.1. Adapter

List".

Adapter Type

Adapter name.Adapter

Version of the deployed adapter.Version

Date when the adapter was deployed.Deploy Date

User who deleted the adapter.Owner

Indicates whether the adapter has been deleted.User Deleted?

– true: Deleted by the user.

– false: Not deleted.
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Endpoint Group

An endpoint group is a group of endpoints that determine the destination of data sent from an adapter.

Clicking [Deployment] > [Deployment Status] > Endpoint Group displays the deployment date of an

endpoint group as well as the adapter and Biz System that the endpoint group belongs to.

[Figure 4.3] [Deployment] - [Deployment Status] - Endpoint Group

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System name. Select a Biz System from the dropdown list.Biz System Name

Adapter type. Select a type of adapter from the dropdown list.Adapter Type

Endpoint group name. Search for an endpoint group by using its name.

Case sensitive. The search term can be part of the endpoint group name.

Endpoint Group Name

● Deploy Status List

DescriptionItem

Biz System name.Biz System Name

Adapter type. For information about adapter types, refer to "2.4.1. Adapter

List".

Adapter Type

Path to the selected endpoint group. An adapter name comes first in the

path.

Endpoint Group

Version of the deployed endpoint group.Version

Date when the endpoint group was deployed.Deploy Date

User who deleted the endpoint group.Owner

Indicates whether the endpoint group has been deleted.User Deleted?

– true: Deleted by the owner.

– false: Not deleted.
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Endpoint

Clicking [Deployment] > [Deployment Status] > Endpoint displays endpoint deployment status according

to search conditions.

[Figure 4.4] [Deployment] - [Deployment Status] - Endpoint

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System name. Select a Biz System from the dropdown list.Biz System Name

Adapter type. Select the adapter type from the dropdown list.Adapter Type

Endpoint name. Set the name of the endpoint that belongs to the Biz System.

Case sensitive. The search term can be part of the endpoint name.

Endpoint Name

● Deploy Status List

DescriptionItem

Biz System name.Biz System Name

Adapter type. For information about adapter types, refer to "2.4.1. Adapter

List".

Adapter Type

Path to the selected endpoint group. An adapter name comes first in the

path.

Endpoint

Version of the deployed endpoint.Version

Date when the endpoint was deployed.Deploy Date

User who deleted endpoint.Owner

Indicates whether endpoint has been deleted.User Deleted?

– true: Deleted by the owner.
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DescriptionItem

– false: Not deleted.

4.2.2. BizTx

Clicking [Deployment] > [Deployment Status] > BizTx displays BizTx and BizTx group deployment

status.

[Figure 4.5] [Deployment] - [Deployment Status] - BizTx

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System name. Select a Biz System from the dropdown list.Biz System Name

Name of a BizTx that belongs to the Biz System. Case sensitive.The search

term can be part of the BizTx name.

BizTx Name

● BizTx List

DescriptionItem

Biz System name.Biz System Name

BizTx or BizTx group.BizTx/BizTx Group

Relation between deployed BizTxs or BizTx groups.BizTx Name

ID of the deployed BizTx or BizTx group.BizTx ID

Version of the deployed BizTx or BizTx group.Version

Date when the BizTx or BizTx group was deployed.Deploy Date

User who deployed the BizTx or BizTx group.Owner

Indicates whether the BizTx or BizTx group has been deleted.User Deleted?
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DescriptionItem

– true: Deleted by the owner.

– false: Not deleted.

4.2.3. BizTx Configuration

Clicking [Deployment] > [Deployment Status] > BizTx Configuration displays the list of BizTxs added

through WebAdmin. The BizTx Setting screen lists the configuration information about a BizTx or BizTx

group that was deployed using AnyLink Studio.

[Figure 4.6] [Deployment] - [Deployment Status] - BizTx Configuration

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Biz System. Select a Biz System from the dropdown list.Biz System

Name of a BizTx that belongs to the Biz System. Case sensitive. Search

term can be part of the BizTx name.

BizTx Name

● BizTx Configuration List

DescriptionItem

Biz System name.Biz System Name

BizTx or BizTx group.BizTx/BizTx Group

Relation between deployed BizTxs or BizTx groups.BizTx Name

ID of the deployed BizTx or BizTx group.BizTx ID

Version of the deployed BizTx or BizTx group.Version

Date when the BizTx or BizTx group was deployed.Deploy Date
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DescriptionItem

User who deployed the BizTx or BizTx group.Owner

Indicates whether the BizTx or BizTx group was deleted.User Deleted?

– true: Deleted by the owner.

– false: Not deleted.

4.3. Deployment History
The [Deployment History] menu is used to view the deployment history of all resources for each version.

To go to the Deployment History screen, click [Deployment] > [Deployment History].

[Figure 4.7] [Deployment] - [Deployment History]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Deployment period to view Biz Systems. Enter the period, or select it by

clicking the Calendar icon.

Deployment Period

Biz System name. Select a Biz System from the dropdown list.Biz System Name

Resource type. Select the type of resource to view.Resource Type

Name of deployed resource.Resource Name

SysID of the resource. Case sensitive. The search term can be part of the

sysID.

SysID

● Deployment History List

152   AnyLink WebAdmin Guide



DescriptionItem

Biz System name.Biz System Name

Name of Biz System that the resource was deployed to.Deploy To

Type of the deployed resource.Resource Type

– Biz System

– Adapter

– Endpoint Group

– Endpoint

– BizTx

– BizTx Setting

– Job Schedule

– Calendar

Name of the deployed resource.Deployed Resource

SysID of the deployed resource.SysID

Action on the deployment history.Action

Version of the deployed resource.Version

Date when the resource was deployed.Deploy Date

Whether deployment succeeded or failed.Status

User who deployed the resource.Owner

Indicates whether the resource was undeployed.Undeploy

– true: Undeployed by the user.

– false: Deployed.

Deployment purpose.Deployment Purpose

4.4. Deployment
The [Deployment] menu is used to view manage the deployment of resources including BizTxs, adapters,

libraries, schedules, or job schedules. Deployment of all resources can be listed and managed at a time

for each Biz System. To go to the Deployment screen, click [Deployment] > [Deployment].

Select a resource type ([BizTx], [Adapter], [Library], [Schedule], or [Job Schedule]) in the navigation

pane and then select a 'Biz System' to manage its deployment.This displays a tree of resources allocated

to the Biz System.
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To undeploy resources, select them from the tree and then click [View Undeploy List]. The resources

are added to the undeploy list. Check the resources and click [Undeploy]. In the confirmation dialog box

that opens, click [OK].

[Figure 4.8] [Deployment] - [Deployment]

● Undeploy List

DescriptionItem

Name of the Biz System that the resource was deployed to.Biz System Name

ID of the deployed resource.Resource ID

Name of the deployed resource.Resource Name

Type of the deployed resource.Resource Type

4.5. Resource Deletion

The [Resource Deletion] menu is used to delete BizTxs or libraries. All types of resources belonging to

a Biz System can be listed to be deleted at once. Note that the resources must be undeployed first before

deletion. To go to the Resource Deletion screen, click [Deployment] > [Resource Deletion].

Select a resource type to delete ([BizTx] or [Library]) in the navigation pane and then select a 'Biz

System'. This displays a tree of resources allocated to the Biz System.

To delete resources, select them from the tree and then click [View Deletion List]. The resources are

added to the deletion list. Only undeployed resources can be selected. Check the resources and click

[Delete]. In the confirmation dialog box that opens, click [OK].
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[Figure 4.9] [Deployment] - [Resource Deletion]

● Deletion List

DescriptionItem

Name of Biz System that the resource was deployed to.Biz System Name

ID of the resource to delete.Resource ID

Name of the resource to delete.Resource Name

Type of the deployed resource.Resource Type

4.6. Migration Management
The resources of each Biz System can be listed to migrate at once.

The following are pre-migration steps.

1. Create UserClass

Create a UserClass in com.tmax.AnyLink.dis.plugin to inherit the ConfigurationTransferControl interface.

Refer to "UserClass Example".

2. Set UserClass

Set the UserClass in 'Migration Management Handler' by clicking [Admin] > [DIS Configuration].

3. Perform Migration Management

Perform migration management as explained in the following.

4. Confirm Resource Storage
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Resources are stored and arranged by date under Content Path/ConfigurationTransfer.You can check

the Content Path by clicking [Admin] > [DIS Configuration]. (e.g:

/home/infini/AnyLink7/server/dis/contentRepository/ConfigurationTransfer)

The following describes APIs that are available after migration.

DescriptionAPI

Deploys adapters, endpoints, system variables, shared libraries, and

BizTx created in AnyLink Studio.

ResourceDeployAPI.java

Gets resource information.GetResourceInfoAPI.java

Downloads resources.ResourceDownloadAPI.java

Undeploys resources.ResourceUndeployAPI.java

To go to the Migration Management screen, click [Deployment] > [Migration Management].

Select a resource type ([BizTx], [Adapter], [Library], [Schedule], or [Job Schedule]) in the navigation

pane and then select a 'Biz System' to manage its migration. This displays a tree of resources allocated

to the Biz System.

To migrate resources, select them from the tree and then click [View Migration Management List]. The

resources are added to the migration management list. Enter additional information in the Enter Text

section if necessary and then click [Save].

[Figure 4.10] [Deployment] - [Migration Management]

● Migration Management List

DescriptionItem

Name of Biz System that the resource was deployed to.Biz System Name

ID of the resource.Resource ID
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DescriptionItem

Name of the resource.Resource Name

Type of the resource.Resource Type

Date when the resource was last updated.Last Updated

UserClass Example

The following is an example of creating a UserClass to migrate.

import com.tmax.anylink.dis.plugin.ConfigurationTransferControl;

import com.tmax.anylink.dis.plugin.DefaultConfigurationTransferControl;

import com.tmax.anylink.logging.Logger;

public class ConfigTest extends DefaultConfigurationTransferControl{

   private static final Logger logger = Logger.getLogger(ConfigTest.class.getName());

   public String transferActionCalled(List<File> fileList, String bizsystemId, String

 info) {

       logger.info("######################");

       logger.info("size of file list : " + fileList.size());

       for(File file : fileList){

           logger.info("file path is : " + file.getAbsolutePath());

       }

       logger.info("info : " + info);

       logger.info("######################");

       return null;

   }

}
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Chapter 5. Monitoring

This chapter describes the functions and uses of the [Monitoring] menu, which is used to monitor and

trace various execution details.

5.1. Overview
The [Monitoring] menu is used to monitor and trace various execution details. To enable [Monitoring],

click [Configuration] > [Log Configuration], and then set the transaction log level to be TRACE or

higher. (Log configurations other than at the system level will be supported in the future.)

The following are the monitoring functions. Refer to each section for more information about the functions

and usage of each item.

DescriptionMenu

Displays the details of transactions executed in AnyLink based on logs.[Biz System]

Searches for transaction trace log by using message contents.[Custom Log]

Sets the statistics of the BizTxs executed in AnyLink and displays the results.[Statistics]

Displays thread pools to allocate to a Biz System in real time.[Thread Pool Monitoring]

Displays messages in a message queue.[Queue Monitoring]

Displays system status.[Dashboard]

Displays adapter status for each Biz System.[Adapter]

Checks batch progress.[Batch File Progress]

Monitoring Icons

The following describes each icon used in [Monitoring].

DescriptionIcon

Flow.

User-defined class.

Indicates that an inbound adapter is receiving data.

Indicates that an inbound adapter is sending data.
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DescriptionIcon

Indicates that a flow is processing.

Indicates that an outbound adapter is sending data.

Indicates that an outbound adapter is receiving data.

Indicates that an error occurs.

Checks transaction trace messages.

5.2. Biz System
The [Biz System] menu is used to view and monitor the flow from an inbound adapter to an outbound

adapter. An inbound adapter is used to send data to a server, and an outbound adapter returns the output.

To enable [Monitoring], click [Configuration] > [Log Configuration], and then set the transaction log

level to be TRACE or higher. To monitor all messages sent from an inbound adapter to an outbound

adapter, BizTx and inbound endpoint logging levels must be set to TRACE or higher. When this

configuration is completed, click [Monitoring] > [Biz System] to view the system logs.

To go to the Transaction screen, click [Monitoring] > [Biz System].

To search transactions, select a server or cluster to monitor from the navigation pane, enter search

conditions, and then click [Search]. Transactions with an error are displayed with a different color.

Clicking 'GUID' from the list opens Transaction Trace ([Figure 5.2]) that displays detailed information

about the transaction.

[Figure 5.1] [Monitoring] - [Biz System] - Transaction

● Search Conditions
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Enter the following search conditions and then click [Search].

DescriptionItem

To automatically search for transactions repeatedly, select the interval and

select this checkbox.

Automatic Search

Search period.You can select from Last 1 min to Last 1 day.You can also

enter the period, or select it by clicking the Calendar icon.

Period

Time elapsed to execute a BizTx.Time Elapsed

Message sorting option.Sort

– Start Time DESC: Sort Strat Time in descending order.

– Start Time ASC: Sort Strat Time in ascending order.

– BizTx ID DESC: Sort BizTx ID in descending order.

– BizTx ID ASC: Sort BizTx ID in ascending order.

– Elapsed Time DESC: Sort Elapsed in descending order.

– Elapsed Time ASC: Sort Elapsed in ascending order.

Type of the inbound adapter used by transactions to search.Inbound Adapter Type

Name of the adapter used by transactions to search.Adaptor Name

Name of the endpoint used by transactions to search.Endpoint Name

Message status.Status

– SUCCESS

– FAIL

– RUNNING

– ERROR

– SERVERDOWN

To display CORRELATE status log, select 'Include CORRELATED'. This

checkbox is unselected by default.

BizTx type.BizTx Type

Only available when a config file of AnyLink Studio is set in User Meta

Info ([Figure 6.28]) of DIS Configuration shown by clicking [Admin] > [DIS

Configuration].
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DescriptionItem

You can select a BizTx type from the drop-down list saved in the config file.

For more information, refer to "6.6. DIS Configuration".

Keyword to search for all matching content.Keyword

Select the attribute of a keyword from the dropdown list and then enter the

value in the text box.

– GUID: BizTx IDs.

– PGUID: BizTx IDs of specified parent BizTx.

– BizTx Name: All BizTxs with the specified name.

– BizTx ID: All BizTxs with the specified ID.

– Request IP: Endpoint IPs.

– Adapter Name: All BizTxs that used the adapter with the specified name.

– Endpoint Name: All BizTxs that used the endpoint with the specified name.

– Endpoint ID: All BizTxs that used the endpoint of the specified ID.

● Transaction List

DescriptionItem

ID of the executed BizTx.GUID

BizTx ID.BizTx ID

BizTx type.BizTx Type

Only available when a config file of AnyLink Studio is set in User Meta

Info ([Figure 6.28]) of DIS Configuration shown by clicking [Admin] > [DIS

Configuration] and is deployed successfully.

BizTx name.BizTx Name

BizTx start time.Start Time

Total time elapsed to execute a BizTx.Elapsed

BizTx status.Status

– SUCCESS: The job is completed successfully.

– FAIL: It is failed to try to process the job.

– RUNNING: The job is being processed.
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DescriptionItem

– ERROR: An error occurred during the job processing.

– SERVERDOWN: The server is downed.

Request IP.Request IP

Adapter type.Adapter Type

Adapter name.Adapter Name

Endpoint ID.Endpoint ID

Endpoint name.Endpoint Name

Server where the BizTx is processed.Target Server Field

When an error occurs,  (warning) is displayed. Click the icon to view the

details of the error in Check Error.

Error

To check more information about error codes and their resolution, click

[Error Code] in the Info Section. This opens the Error Code window.

● Buttons

DescriptionButton

Exports transaction log as a .csv file.[Export]

The default export size is 100, and it can be modified by the user.The export

size cannot exceed 100,000 because too much data to download may cause

an error.

Transaction Trace

Displays detailed information about a transaction.
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[Figure 5.2] [Monitoring] - [Biz System] - Transaction Trace

● Basic Settings

DescriptionItem

ID of the executed BizTx.GUID

ID of the parent BizTx of the executed BizTxPGUID

BizTx ID.BizTx ID

BizTx name.BizTx Name

Inbound endpoint that received a message first.Endpoint

Name of the server where the BizTx was executed.Server

BizTx status.Status

BizTx execution time.Request Time

Time elapsed to execute a BizTx.Elapsed Time (ms)

● [Trace] Tab

Displays transaction flows.You can search for trace log with the search conditions (All, Error, or

Communication).

DescriptionItem

Execution order.No

Indicates the location where a BizTx task was performed (Inbound

Adapter/Flow/Outbound Adapter) and status of the processed data.

Category
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DescriptionItem

When a BizTx task has been performed, the icon in the category section

changes. When the cursor moves over the icon, a message box indicates

the performance status. For more information about icons, refer to

"Monitoring Icons", and for more information about BizTx tasks, refer to

AnyLink Studio Guide.

Type of module used to process a BizTx task. Icons represent the module

type, and the module ID is displayed in the parentheses. Optional icons can

Execution Module

follow the module ID to indicate the type of the task performed by the module.

These icons may not appear depending on the status of the execution

module.

Time when a BizTx task was completed.Timestamp

Time elapsed to execute a BizTx task.Time

If logging is set to display the message content,  (message) is displayed.

Click the icon to view the details of the message in Check Message

([Figure 5.3]).

Message

When an error occurs,  (warning) is displayed. Click the icon to view the

details of the error in Check Error.

Error

To check more information about error codes and their resolution, click

[Error Code] in the Info Section. This opens the Error Code window.

Clicking  (message) in the 'Message' column opens the Check Message window where you can

check the message contents. To close the window, click [OK]. To retransmit the message, click

[Retransmit].The [Retransmit] button is only available for users who have retransmit permission.

Retransmit permission can be set by clicking the following menus. For more information, refer to

"6.3. Permission Management".

– [Admin] > [Permission Management] > Permissions: Adds and edits permissions such as retransmit

permission.

– [Admin] > [Permission Management] > Roles: Adds retransmit permission to Role ID.

– [Admin] > [Permission Management] > User Roles: Adds User ID for retransmission to Role.

The following describes each tab in the Check Message window.

– [Text View] Tab

Displays message contents as text. If the contents are not displayed or broken, change the value in

'Decoding Type'.
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[Figure 5.3] [Monitoring] - [Biz System] - Transaction Trace - [Text View] Tab

– [Hex View] Tab

Displays message contents as text and hexadecimal values.

[Figure 5.4] [Monitoring] - [Biz System] - Transaction Trace - [Hex View] Tab
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– [Before Text View] Tab

Only available when an adapter message handler is used. Displays message contents before the

handler as text.

[Figure 5.5] [Monitoring] - [Biz System] - Transaction Trace - [Before Text View] Tab

– [Before Hex View] Tab

Only available when an adapter message handler is used. Displays message contents before the

handler as text and hexadecimal values.
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[Figure 5.6] [Monitoring] - [Biz System] - Transaction Trace - [Before Hex View] Tab

● [FEP] Tab

Displays message logs by request and response. Response/request and send/receive are determined

based on the time when the message arrives at an endpoint. For the endpoint BizTx type in trace log,

AfterCalled, BeforeReply, AfterReplied, and BeforeCall are displayed.

Clicking [Receive request], [Send Request], [Receive response], or [Send response] or clicking

[Compare Receive Request/Send Response Messages] or [Compare Send Request/Receive

Response Messages] opens the Check FEP Message window ([Figure 5.9]) where you can check

request/response messages.
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[Figure 5.7] [Monitoring] - [Biz System] - Transaction Trace - [FEP] Tab

– FTP/FILE Summary

[FTP/FILE Summary] is available for FTP/FILE transactions. Clicking the button opens the FTP/FILE

Summary window where you can check files sent or received through a FTP and FILE outbound

rule.

[Figure 5.8] [Monitoring] - [Biz System] - Transaction Trace - [FEP] Tab - FTP/FILE Summary

– Compare Receive Request/Send Response Messages, Compare Send Request/Receive

Response Messages
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Clicking [Compare Receive Request/Send Response Messages] or [Compare Send

Request/Receive Response Messages] opens the Check FEP Message window where you can

check request/response messages.

[Figure 5.9] [Monitoring] - [Biz System] - Transaction Trace - [FEP] Tab - Check FEP Message

5.3. Custom Log
The [Custom Log] menu is used to search for transaction trace log by using message contents. Custom

log must be predefined in AnyLink Studio.You can only retrieve the log in WebAdmin. For more

information, refer to AnyLink Studio Guide.

To go to the Custom Log screen, click [Monitoring] > [Custom Log]. To search for custom log, select

System or BizTx in the navigation pane. This displays custom log set in AnyLink Studio. If the custom

log uses GUID, click 'GUID' to check detailed information about the transaction.You can check the

information in Transaction Trace ([Figure 5.2]) that opens.

[Figure 5.10] [Monitoring] - [Custom Log]
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● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Search period.You can select from Last 1 min to Last 1 day.You can also

enter the period, or select it by clicking the Calendar icon.

START_TIME

Option to use a date as a search condition. If custom log data type is 'DATE'

or 'TIMESTAMP', a date can be used as a search condition.

Exclude date field search

This checkbox is unselected by default. If selected, a date is not used as a

search condition.

BizTx ID.GUID

Search option. This checkbox is selected by default.Include Search

– If selected, search queries are processed using 'LIKE search', which

searches for all data including the search value.

– If unselected, search queries are processed using 'EQUAL search', which

searches for identical data to the search value.

● Buttons

DescriptionButton

Exports transaction log as a .csv file.[Export]

The default export size is 100, and it can be modified by the user.The export

size cannot exceed 100,000 because too much data to download may cause

an error.

5.4. Statistics
The [Statistics] menu is used to view the information about a BizTx during a specified period of time.

To go to the Statistics screen, click [Monitoring] > [Statistics]. To display statistics graph and results,

enter search conditions and then click [Search].
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[Figure 5.11] [Monitoring] - [Statistics]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Select one of the following categories.Category

– Period: Searches for statistics by month, day, or hour.

– BizTx: Searches for BizTx statistics by month, day, or hour.

– Endpoint: Searches for endpoint statistics by month, day, or hour.

– Server: Searches for server statistics by month, day, or hour.

Select one of the following statistics periods. Statistics are collected at

specific time and automatically calculated.

– By Month: Displays a graph with the x-axis of months. Select a year.

Statistics are collected at 02:30.

– By Day: Displays a graph with the x-axis of days. Select a year and month.

Statistics are collected at 01:30.

– By Hour: Displays a graph with the x-axis of hours. Select a year, month,

and day. Statistics are collected at 00:30.

Resource type.Type

– BizTx

– Endpoint
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DescriptionItem

Biz System.Biz System

Servers in the Biz System.Server List

BizTx or endpoint ID.BizTx/Endpoint ID

You can select BizTx or endpoint in the Biz System by clicking [Search].

● Statistics Graph

Displays a graph about success count, failure count, and uncertainty count of BizTx according to the

search conditions.

● Statistics Results

DescriptionItem

Statistics ID.ID

Statistics name.Name

Average time spent to process a given BizTx.Average Elapsed Time

Total number of executed BizTxs.Total BizTx Count

Number of successful BizTxs.Success Count

Number of failed BizTxs.Failure Count

Number of BizTxs whose success or failure is unknown.Uncertainty Count

● Buttons

DescriptionButton

Exports transaction log as a .csv file.[Export]

The default export size is 100, and it can be modified by the user.The export

size cannot exceed 100,000 because too much data to download may cause

an error.

5.5.Thread Pool Monitoring
The [Thread Pool Monitoring] menu is used to view thread pool status of use in real time.

To go to the Thread Pool Monitoring screen, click [Monitoring] > [Thread Pool Monitoring].To display

the thread pool status, select a thread pool in the navigation pane and entering monitoring conditions.
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[Figure 5.12] [Monitoring] - [Thread Pool Monitoring]

● Monitoring Conditions

DescriptionItem

Interval to query thread pools in seconds.Thread pools are monitored each

second by default.

Query Interval

Number of maintained thread pools.This does not mean the minimum value.

After the first booting, the number of thread pools increases according to

BizTx count and is not decreased below this value.

Thread Pool Count

Click the checkbox to use the server time displayed on the screen instead

of the local PC time.

Server Time

● Monitoring Results

DescriptionItem

Number of running active threads. The number is less than or equal to the

current pool size.

ActiveThreadCount

Number of completed threads.CompletedTaskCount

This number increases continuously until it reaches the minimum value if

the minimum value is large but BizTx count is not large enough.

PoolSize Currrent, Max – PoolSize Current: Number of thread pools created currently. At the first

booting, a thread pool is not created. The pools are created as actual

BizTxs are processed. This number cannot exceed Max. Even after

completing BizTx, minimum number of thread pools is maintained.

– Max: Maximum number of thread pools.

Number of waiting threads.QueuedCount
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5.6. Queue Monitoring

The [Queue Monitoring] menu is used to display messages in a message queue.

To go to the Queue Monitoring screen, click [Monitoring] > [Queue Monitoring].To display the message

information, select a message queue under a Biz System in the navigation pane.

[Figure 5.13] [Monitoring] - [Queue Monitoring] - Messages

● Messages

DescriptionItem

ID of the message in a message queue.Message ID

Name of a server that receives the message.Server Name

ID of BizTx for which message delivery guarantee is set.BizTx ID

BizTx request time.Request Time

BizTx retry count.Retry Count

Maximum automatic retry count.Max Retry Count

Expiration time of the message queue.Expiration Time

Message contents.Message

● Buttons

DescriptionButton

Deletes a selected message.[Del]

To delete a message, select the message from the list and then click [Del].

In the confirmation dialog box that opens, click [OK].

A message can be deleted from a database even when the Biz System with

the queue is not running.
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DescriptionButton

Manually retries to send a message.[Retry]

To retry to send a message, select the message from the list and then click

[Retry]. The message is sent to the server saved in the table and BizTx is

retried.

The retry is available only when the server is running. Manual retry count

can exceed Max Retry Count.

Exports the queue message list as a .csv file.[Excel]

5.7. Dashboard
The [Dashboard] menu is used to display monitoring information with charts.

To go to the Dashboard screen, click [Monitoring] > [Dashboard].To display the monitoring information,

select Common, BizTx, or Endpoint in the navigation pane and then select an item.

Note

To display monitoring information for a Biz System, the data source must be set in Data Source Setting

shown by clicking [Configuration] > [Biz System Configuration].

The Dashboard screen shows the following various charts.

[Figure 5.14] [Monitoring] - [Dashboard]

● Charts
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The following describes each chart in the Dashboard screen. Charts can be relocated through

drag-and-drop.

DescriptionItem

Shows average response time calculated based on statistics ID to refer to.AVG Transaction Time

Shows BizTxs from BizTx with the longest response time to BizTx with the

shortest response time in order.

Longest Biztx List

Shows information about BizTxs with an error.Recent Error List

Shows BizTx processing performance with the total number of BizTxs and

the number of failed BizTxs.

TPS Monitoring

Shows CPU and memory usages.Server Monitoring

If -Dsystem.mornitoring, the server's jvm option, is set to false, system

monitoring is disabled.

To add an item, select the item in the navigation pane. The following chart options are available.

[Figure 5.15] [Monitoring] - [Dashboard] - Chart Options

DescriptionIcon

Initializes a resource with an error. The error is no long recognized as an error. If a

resource has no errors, its chart border color is green. If the resource has an error, the

color is red.

Resource data display method (graph or text data).

Initially, a graph is displayed. The display methods are toggled whenever this icon is

clicked.

Deletes the chart. Unselecting an item in the navigation pane also deletes a chart.

5.8. Adapter
The [Adapter] menu is used to display adapter status for each Biz System.
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To go to the Adapter Monitoring screen, click [Monitoring] > [Adapter].

Note

To display monitoring information for a Biz System, the data source must be set in Data Source Setting

shown by clicking [Configuration] > [Biz System Configuration].

You can select adapter status (RUNNING, ERROR, and STOPPED) and either Biz System or Protocol

at the top right.

[Figure 5.16] [Monitoring] - [Adapter] - Biz System

[Figure 5.17] [Monitoring] - [Adapter] - Protocol

● Charts

The following is a chart for each endpoint. Hovering the mouse over an adapter name shows Adapter

Name, Adapter ID, and Biz System Name in a tooltip.
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[Figure 5.18] [Monitoring] - [Adapter] - Endpoints

DescriptionItem

A big circle at the left expresses the adapter status as follows:Data Expression

– Red: There are one or more errors.

– Green: There are one or more running endpoints (no error).

– Gray: There are one or more stopped endpoints (no error).

– White: There is no endpoint.

Small circles at the right express the number of endpoints. The number at the

right of the green circle means that of running endpoints. The number at the

right of the red circle means that of endpoints with an error. The number at the

right of the gray circle means that of stopped endpoints.

Clicking each status opens the following Endpoint Details ([Figure 5.19]) window. Note that

Connection/Max Session Count is displayed only for TCP adapters. If there is no endpoint, the alarm

that says "There is no data." is displayed.

[Figure 5.19] [Monitoring] - [Adapter] - Endpoint Details
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5.9. Batch File Progress
The [Batch File Progress] menu is used to check batch progress. To use this menu, 'Show Batch

Progress' must be set to true for each style's batch rule in AnyLink Studio. For more information, refer

to AnyLink Studio Guide.

To go to the Batch File Progress screen, click [Monitoring] > [Batch File Progress]. To display batch

progress, enter search conditions and then click [Search].

[Figure 5.20] [Monitoring] - [Batch File Progress]

● Search Conditions

Enter the following search conditions and then click [Search].

DescriptionItem

Period for which batch BizTxs are checked. Enter the period, or select it by

clicking the Calendar icon.

Period

Batch progress status.Status

Organization code where a batch BizTx is processed.Organization Code

Organization name where a batch BizTx is processed.Organization Name

Batch file code.File Code

Path to batch file.File Path

batch BizTx ID.GUID

Biz System name.Biz System Name

Biz code of a batch BizTx.Biz Code

Response code of a batch BizTx.Response Code

Batch file name.File Name

Available when a batch file uses a VAN ID.VAN ID

One of All, Send, Receive, and Receive Ready.Send/Receive

● Batch List
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DescriptionItem

Batch BizTx ID.GUID

Name of the Biz System where the batch BizTx is processed.Biz System Name

Time when the batch BizTx starts.Start Time

Time when the batch BizTx ends.End Time

Batch BizTx status.Send/Receive

– All

– Send

– Receive

– Receive Ready

Organization code set in the batch rule for the batch BizTx.Organization Code

Organization name set in the batch rule for the batch BizTx.Organization Name

Biz code set in the batch rule for the batch BizTx.Biz Code

File code set in the batch rule for the batch BizTx.File Code

Batch BizTx processing status.Status

– RUNNING

– FINISHED

– FAILED

– SERVERDOWN

Response code of the batch BizTx.Response Code

Start status set in batch flow.Start Status

– Internal: The batch BizTx starts internally.

– External: The batch BizTx starts externally.

Transaction date of the batch BizTx.Transaction Date

Batch file order.Batch File Count

Number of processed records compared to the total number of records.Record Count

Batch BizTx progress.Progress (%)

– If the batch status is in RUNNING, it displays the total progress rate. For

example, if Batch File Count is 3/4 and Record Count is 1/2, 87.5% (75%

+ 12.5%) is displayed.
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DescriptionItem

– If the batch status is FINISHED, it displays 100%.

– If the batch status is FAILED, it displays Record Count regardless of Batch

File Count.

Path to the batch file.File Path

Batch file name.File Name

VAN ID set in the batch rule for the batch BizTx.VAN ID

To retransmit a failed batch BizTx, click [Retransmit]. It is available only

when the Send/Receive item is Send or Receive Ready. If the value is

Recieve or none, the button does not work.

Retransmit
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Chapter 6. Admin

This chapter describes the functions and uses of the [Admin] menu, which is used to add, manage, and

delete users, permissions, and server configurations.

6.1. Overview
The [Admin] menu is used to add another user.

If a user is added in WebAdmin, the user can log in Studio using the same ID because WebAdmin and

Studio settings are automatically integrated. Using the same account, the user can retrieve resources

regarding BizTx and BizTx groups to Studio. Similarly, the user can retrieve Studio resources to WebAdmin.

The following describes each menu of [Admin]. For more information about the function and usage of

each menu, refer to the relevant section.

DescriptionMenu

Adds, searches, modifies, and deletes AnyLink users.[User]

Adds and deletes AnyLink users' permissions and roles.[Permission

Management]

Adds and deletes system variables for each Biz System.[System Variable]

Manages metadata for each category.[Metadata]

Manages overall DIS configuration.[DIS Configuration]

Retrieves user login history and the user information.[User Login History]

Retrieves information about DIS libraries added in WebAdmin.[DIS Library]

6.2. User
The [User] menu is used to manage WebAdmin users.

To go to the User screen, click [Admin] > [User]. Enter search conditions and then click [Search].

To edit a user, click the user from the User list. This opens User Information where you can edit the

user. For information about each item, refer to "Adding a User".
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[Figure 6.1] [Admin] - [User] - User List

● User List

DescriptionItem

User ID.User ID

User name.User Name

User's email address.Email

User's phone number.Phone Number

Organization that a user belongs to.Organization

Department that a user belongs to.Department

Date when a user was added.Date Created

Date when a user was last updated.Date Updated

ID of the user who added the relevant user.Owner

● Buttons

DescriptionButton

Adds a user. For more information, refer to "Adding a User".[Add]

Deletes a selected user.[Del]

To delete a user, select the user from the list and then click [Del]. In the

confirmation dialog box that opens, click [OK].

Exports a user list as a .csv file.[Export]

Imports a user list from a .csv file.[Import]

To import a .csv file, click [Select File], select the file, and then click

[Import].
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Adding a User

To add a user, click [Add] in the User screen ([Figure 6.1]). This opens the Add User dialog box. Enter

information and then click [Save].

[Figure 6.2] [Admin] - [User] - Add User

● Basic Settings (*: required items)

DescriptionItem

Unique user ID.User ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

User name.User Name*

User password.Password*

Enter a password twice to prevent users from typing the wrong password.Confirm Password*

● Details

DescriptionItem

User's email address.Email

User's phone number.Phone Number

User's mobile phone number.Mobile Phone Number
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DescriptionItem

Organization that a user belongs to.Organization

Department that a user belongs to.Department

Description of a user.Description

6.3. Permission Management
A permission represents the range of resources that the user can access. Currently, permissions can be

set on channel info, application development, and shared library.

To manage permission for each user, click [Admin] > [Permission Management].This opens the screen

that consists of the following submenus. For more information about each menu, refer to the relevant

section.

DescriptionSubmenu

Manages permissions used in WebAdmin.[Permissions]

Manages roles used in WebAdmin.[Roles]

Manages menu access permissions used in WebAdmin.[Menu Access

Permission]

Manages user roles used in WebAdmin.[User Roles]

6.3.1. Permissions

To display permissions added in WebAdmin, click [Admin] > [Permission Management] > Permissions.

Enter search conditions and then click [Search].

To edit a permission, click the permission form the Permission list. This opens the Update Permission

dialog box. For information about each item, refer to "Adding a Permission".

[Figure 6.3] [Admin] - [Permission Management] - Permissions
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● Permission List

DescriptionItem

Permission ID.Permission ID

Permission Name.Permission Name

Action that the permission allows.Action

– Deploy

– Start/Stop

– Search

ID of a Biz System to which the permission applies.Biz System

ID of a resource to which the permission applies.Resource ID

● Buttons

DescriptionButton

Adds a permission. For more information, refer to "Adding a Permission".[Add]

Deletes a permission.[Del]

To delete a permission, select the permission from the list and then click

[Del]. In the confirmation dialog box that opens, click [OK].

Adding a Permission

To add a permission, click [Add] in the Permissions screen ([Figure 6.3]). This opens the Permissions

dialog box. Enter information and then click [Save].

[Figure 6.4] [Admin] - [Permission Management] - Permissions - Add Permissions

● Basic Settings (*: required items)
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DescriptionItem

Permission ID.Permission ID*

Permission name.Permission Name*

Select a permission range from the dropdown list.Permission Range

The following describes permission ranges and the assigned resources for

each permission range.

– Channel Info

Permissions to add, edit, or delete an adapter, endpoint group, or endpoint.

• [System] > [Adapter] (adapters, endpoint groups, and endpoints)

• Undeploy an adapter or schedule from [Deployment] > [Deployment]

– Application Development

Permission to add a task in AnyLink Studio and permissions to add,

edit, or delete a BizTx setting.

• Undeploy BizTxs from [Deployment] > [Deployment]

• Delete BizTxs from [Deployment] > [Resource Deletion].

– Configuration

Permissions to add, edit, or delete other configurations other than those

authorized by channel info and application development.

• [System] > [Adapter Cluster]

• [System] > [System]

• [System] > [Patch]

• [Configuration] > [BizTx Configuration]

• [Configuration] > [Job Schedule] > [Schedule Cluster List]

• [Configuration] > [Thread Pool]

• [Configuration] > [Log Configuration]

• [Configuration] > [System Log]

• [Configuration] > [Masking Configuration]

• [Configuration] > [Biz System Configuration]

• Undeploy schedule jobs from [Deployment] > [Deployment]

• [Monitoring] > [Statistics]
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DescriptionItem

– Job Schedule

Permissions to immediately start jobs and permissions to stop and resume

jobs and schedules.

• Immediately start jobs and stop/resume jobs and schedules from

[Configuration] > [Job Schedule]

– Shared Library

Permissions to deploy or undeploy shared libraries in AnyLink Studio.

• Undeploy shared libraries from [Deployment] > [Deployment]

• Delete shared libraries from [Deployment] > [Resource Deletion]

• Deploy/undeploy shared libraries

– Batch Template

Permissions to create, upload, and delete batch templates and permission

to create batch BizTx.

– Retransmit

Permissions for retransmission.

• [Retransmit] button in the Check Message window that can open in

Transaction Trace from [Monitoring] > [Biz System]

• [Monitoring] > [Batch File Progress]

Action that the permission allows.Action

– Deploy

– Start/Stop

– Search

ID of a Biz System to which the permission applies.Biz System

If Permission Range is Channel Info or Application Development, a

corresponding Biz System is added.

ID of a resource to which the permission applies.Resource ID

To configure resources of a Biz System, click the Biz System. Click [Search]

and select the resource.
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6.3.2. Roles

To display roles added in WebAdmin, click [Admin] > [Permission Management] > Roles. A role sets

the range of resources that a user can access. Multiple permissions can be assigned to one role.

Enter search conditions and then click [Search].

To edit a role, click the role form the Role list. This opens the Update Role dialog box. For information

about each item, refer to "Adding a Role".

[Figure 6.5] [Admin] - [Permission Management] - Roles

● Role List

DescriptionItem

Role ID.Role ID

Role name.Role Name

List of permission IDs assigned to a role.Permission ID

● Buttons

DescriptionButton

Adds a role. For more information, refer to "Adding a Role".[Add]

Deletes a role.[Del]

To delete a role, select the role from the list and then click [Del]. In the

confirmation dialog box that opens, click [OK].

Adding a Role

To add a role, click [Add] in the Roles screen ([Figure 6.5]). This opens the Add Role dialog box. Enter

information and then click [Save].
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[Figure 6.6] [Admin] - [Permission Management] - Roles - Add Role

● Basic Settings (*: required items)

DescriptionItem

Role ID.Role ID*

Role name.Role Name*

Permission IDs assigned to a role.Permission ID

To select the permissions, click [Search] and select them from the Search

dialog box. One or more permissions can be selected for a role.

6.3.3. Menu Access Permission

To display menu access permissions added in WebAdmin, click [Admin] > [Permission Management]

> Menu Access Permissions. A menu access permission sets menus that a user can access. For

example, if [Biz System] and [Adapter] menus of [System] are set, a user can access only the menus.

Accessible menus can be edited by an administrator. There are 6 default menu access permissions that

cannot be edited and deleted.

Enter search conditions and then click [Search].

To edit a menu access permission, click the permission form the Menu Access Permission list.This opens

the Edit Menu Access Permission dialog box. For information about each item, refer to "Adding a Menu

Access Permission".

[Figure 6.7] [Admin] - [Permission Management] - Menu Access Permission
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● Menu Access Permission List

DescriptionItem

Permission ID registered by a user.Permission ID

The following are default menu access permissions.

– default-all: all menus. A user has this permission by default.

– default-adapter: Channel Info.

– default-biztx: Application Development.

– default-commLib: Shared Library.

– default-jobShcedule: Job Schedule.

– default-operation: Configuration.

Permission Name registered by a user.Permission Name

● Buttons

DescriptionButton

Adds a menu access permission. For more information, refer to "Adding a

Menu Access Permission".

[Add]

Delete a menu access permission.[Del]

To delete a menu access permission, select the permission from the list

and then click [Del]. In the confirmation dialog box that opens, click [OK].

However, the default menu access permissions cannot be deleted.

Adding a Menu Access Permission

To add a menu access permission, click [Add] in the Menu Access Permission screen ([Figure 6.7]).

This opens the Menu Access Permission dialog box. Enter information and then click [Save].
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[Figure 6.8] [Admin] - [Permission Management] - Menu Access Permission - Add Menu Access

Permission

● Basic Settings (*: required items)

DescriptionItem

Permission ID.Permission ID*

Permission name.Permission Name*

Menus to assign to a permission.Menu Info

Selecting a checkbox of a main menu selects all submenus. Unselecting

the checkbox unselects all submenus. Select one or more checkboxes and

then click [Save] to apply to the permission.

6.3.4. User Roles

To display roles added in WebAdmin, click [Admin] > [Permission Management] > User Roles. A user

role sets roles of a user. For example, if a user is assigned with a role that includes the permission to

access operation resources, the user can access the resources.The user assigned with a role that includes

the permissions to access operation, application development, and shared libraries resources can access

all of them.

Enter search conditions and then click [Search].

To edit a user role, click the role form the User Role list. This opens the User Information dialog box

([Figure 6.10]). For information about each item, refer to "User Information".
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[Figure 6.9] [Admin] - [Permission Management] - User Roles

● User Role List

DescriptionItem

User ID.User ID

User name.User Name

ID of the user who added the relevant user.Owner

Role assigned to the user. If a user is not assigned with a role, the role

section will appear blank. To assign a role to the user, click the user from

the list.

Role

Menu access permission assigned to the user. A user who has a menu

access permission can access the set menus.

[Note]

Menu Access Permission

A user must have a menu access permission appropriate for the user's role.

If a user has a menu access permission but no role, the user is not displayed

normally.

User Information

To edit roles and menu access permissions for a user, select the user from the User Role list in User

Roles ([Figure 6.9]). This opens the User Information dialog box where you can edit the roles and

permissions.

To assign a role, click [Search Roles] in the Roles section. To revoke a role, click [Delete] in the Roles

section.

To assign a menu access permission, click [Search] in the Menu Access Permission section. To revoke

a menu access permission, click [Delete] in the Menu Access Permission section.
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[Figure 6.10] [Admin] - [Permission Management] - User Roles - User Information

6.4. System Variable
Users can define a system variable and use it in WebAdmin. For example, a user can define a frequently

used IP address '192.168.1.1' as '${sys:IP}' in AnyLink. In this case, '${sys:IP}' is the variable name, and

'192.168.1.1' is the variable value. When the system variable is defined, '${sys:IP}' can be used as a

substitute for '192.168.1.1'.

Typing '$' in a text box displays a system variable list. The list is different depending on adapter types.

The following are available system variables.

● [Connection Info] and [Connection Control] tabs in Adapter Details

– Adapter type: TCP

– Available item: IP Rule

● [Connection Info] tab in Endpoint Details

– Endpoint types: TCP, HTTP, FTP, ebXML, WebDAV

– Available items: Local IP/Host, Port, Timeout (FTP), Path (ebXML), Connection Info (HTTP)

To go to the System Variable List screen, click [Admin] > [System Variable]. Clicking a Biz System

from the system variable list opens the Update System Variable dialog box ([Figure 6.12]) where you

can add system variables. One system variable is created for a Biz System by default.

[Figure 6.11] [Admin] - [System Variable]
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Updating System Variables

Clicking a Biz System from System Variable List ([Figure 6.11]) opens the Update System Variable

dialog box where you can add new system variables and search for system variables added in the Biz

System.

To search for system variables, enter search conditions ('Variable / Server ID' and 'Variable Value') and

then click [Search].

To add a system variable, click [+ Add]. To delete a system variable, click [- Delete].

[Figure 6.12] [Admin] - [System Variable] - Update System Variables

● System Variable List

DescriptionItem

Used to set system variable values differently for each server. Only available

when the Biz System type is cluster.

By Server

For example, if this item is selected, the '${sys:IP}' value for 'server2' can

be different from that for 'server3' in 'cluster001'.

System variable name used by the Biz System.Variable Name

The name can be used as a reserved word. For example, if '${sys:IP}' has

a value of '192.168.1.1', the variable name is '${sys:IP}'. When "IP" is

entered, $(sys: } is automatically entered.

System variable value used by the Biz System.Variable Value
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DescriptionItem

For example, if '${sys:IP}' has a value of '192.168.1.1', the variable value is

'192.168.1.1'.

Option to encrypt system variable values.Encrypt Variable Value

The encryption method set in [Configuration] > [Biz System

Configuration] is used.

[Note]

The values are encrypted and saved in a system variable file stored in

filesystem.

● Buttons

DescriptionButton

Imports system variables in an external .properties file. Click [Choose File],

select the .properties file, and then click [import].

[import]

Contents in a .properties file have the following format.

– For a single server

${sys\:Variable_Name}=Variable_Value

– For a cluster

${sys\:Variable_Name}=Variable_Value

${sys\:Variable_Name}^Server_Name^=Server's_Variable_Value

${sys\:Variable_Name}^Server_Name^=Server's_Variable_Value

Exports the system variable list of a current Biz System as a .properties file.[export]

6.5. Metadata

The [Metadata] menu is used to manage metadata for each category. It has the following two submenus.

DescriptionSubmenu

Manages user-defined variables under a category.[Metadata]

Manages categories added in WebAdmin.[Categories]
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6.5.1. Metadata

To display metadata added in WebAdmin, click [Admin] > [Metadata] > Metadata. Metadata is user-defined

variables under a category. If variable name and value are added in a category, user-defined variables

can be used in the category.

Enter search conditions and then click [Search]. To edit metadata, click the metadata from the searched

list.This opens the Edit Metadata dialog box. For information about each item, refer to "Adding Metadata".

[Figure 6.13] [Admin] - [Metadata] - Metadata

● Metadata List

DescriptionItem

Category name.Category Name

Variable name.Variable Name

Variable value used as metadata.Variable Value

Identifies data.Flag

Description of metadata.Description

User who added metadata.Created By

Date when metadata was added.Date Created

User who updated metadata.Updated By

Date when metadata was last updated.Date Updated

● Buttons

DescriptionButton

Adds metadata. For more information, refer to "Adding Metadata".[Add]

Deletes selected metadata.[Del]

To delete metadata, select the metadata from the list and then click [Del].

In the confirmation dialog box that opens, click [OK].
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Adding Metadata

To add metadata, a category must be added in advance (see "6.5.2. Categories"). Click [Add] in the

Metadata screen ([Figure 6.13]). This opens the Add Metadata dialog box. Enter information and then

click [Save].

[Figure 6.14] [Admin] - [Metadata] - Metadata - Add Metadata

● Basic Settings (*: required items)

DescriptionItem

Name of a category that uses metadata.Category Name*

Variable name.Variable Name*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Variable value used as metadata.Variable Value

Identifies data.Flag

None or one letter, digit, or special character (-, _) is allowed.

Description of a variable.Description

6.5.2. Categories

To display categories added in WebAdmin, click [Admin] > [Metadata] > Categories.

Enter search conditions and then click [Search]. To edit a category, click the category from the searched

list.This opens the Edit Category dialog box. For information about each item, refer to "Adding a Category".
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[Figure 6.15] [Admin] - [Metadata] - Categories

● Category List

DescriptionItem

Category name.Name

Category ID.ID

Identifies data.Flag

Description of a category.Description

User who added a category.Created By

Date when a category was added.Date Created

User who updated a category.Updated By

Date when a category was last updated.Date Updated

● Buttons

DescriptionButton

Adds a category. For more information, refer to "Adding a Category".[Add]

Deletes a selected category.[Del]

To delete a category, select the category from the list and then click [Del].

In the confirmation dialog box that opens, click [OK].

Adding a Category

To add a category, click [Add] in the Categories screen ([Figure 6.15]). This opens the Add Category

dialog box. Enter information and then click [Save].
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[Figure 6.16] [Admin] - [Metadata] - Categories - Add Category

● Basic Settings (*: required items)

DescriptionItem

Category ID.ID*

Only allows alphanumeric, hyphen, and underscore characters with a length

of 3-30.

Unique category name.Name*

Identifies data.Flag

None or one letter, digit, or special character (-, _) is allowed.

Description of a category.Description

6.6. DIS Configuration
The [DIS Configuration] menu is used to set the path to Data Integration Server (DIS), user classes,

shared logging properties, etc. Each item has a default value, but you can change the value if necessary.

To change a value, enter a new value and then click  (save) to apply the changes.

To restore a current file system to match a database, click [DIS Restore]. For more information, refer to

"Restoring DIS".
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[Figure 6.17] [Admin] - [DIS Configuration]

The following describes each item about AnyLink DIS.

● Path Setting

Sets paths to the frequently used files in DIS.

[Figure 6.18] [Admin] - [DIS Configuration] - Path Setting

DescriptionItem

Path to BizTx files and WAR files.Repository Path

Path to the files added from [Configuration] > [Patch]. This is a directory

where the resources migrated from [Deployment] > [Migration

Management] are stored.

Content Path

Temporary path required during deployment process, such as the

conversion of BizTxs or WAR files.

Temporary Path

Classpath to all files during compilation.Library Path

Path used to deploy shared libraries.Shared Library Path

● User Class Settings
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Sets user-created class information.

[Figure 6.19] [Admin] - [DIS Configuration] - User Class Settings

DescriptionItem

Name of the class to call when managing the migration of BizTxs.Migration Management

Handler

Name of the class used to validate AnyLink Studio messages.Message Validity Check

Handler

Class name of a handler used to call BizTx messages.Message Handler

A message handler is created and deployed in AnyLink Studio, and the

deployed hander is configured here in WebAdmin.

You can check deployed messages and call a handler after selecting a

desired message by clicking [Configuration] > [Message].

Name of the class used to call administrator information.Organization Administrator

Handler

Note

For information about AnyLink Studio, refer to AnyLink Studio Guide.

● User Login History Setting

Sets user login history's retention period.

[Figure 6.20] [Admin] - [DIS Configuration] - User Login History Setting

DescriptionItem

Period to maintain user login history. If set to 0, the history is maintained

permanently.

Retention Period (in days)
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● SSO Settings

Sets the SSO method.

[Figure 6.21] [Admin] - [DIS Configuration] - SSO Settings

DescriptionItem

SSO method.SSO Method

– URL Method: SSO login through URL.

– UserClass Method: Login method defined by a user-defined class.

– No: SSO login setting is not used.

● WebAdmin Tree Setting

Sets displayed elements in a navigation tree.

[Figure 6.22] [Admin] - [DIS Configuration] - WebAdmin Tree Setting

DescriptionItem

Option to display elements in a navigation tree.Default Tree Setting

– Open All: Display all elements.

– Close All: Display to the level of Biz Systems and hidden all other

elements.

● User Password

Sets a user password format.

[Figure 6.23] [Admin] - [DIS Configuration] - User Password
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DescriptionItem

Minimum length of a user password.Min Length (<= 1000)

User password rule.Password Rules

– Include an uppercase letter: Include one or more uppercase letters.

– Include a lowercase letter: Include one or more lowercase letters.

– Include a special character: Include one or more special characters.

– Include a number: Include one or more digits.

Note

After changing the user password settings, there can be an account that has a password that does not

match the settings. If a user with the account tries to log in, it goes to the Edit User screen.

● WebAdmin Login History

Sets option to save WebAdmin login history. Saved history can be checked by clicking [Admin] > [User

Login History] ([Figure 6.35]).

[Figure 6.24] [Admin] - [DIS Configuration] - WebAdmin Login History

DescriptionItem

Save to Database – Yes: Save login, permission, and BizTx logs to a database.

– No: Do not save WebAdmin log. (Default value)

● Monitoring Pop-up Fields Settings

Sets the mouse position to open monitoring pop-up dialog box.

[Figure 6.25] [Admin] - [DIS Configuration] - Monitoring Pop-up Fields Settings

DescriptionItem

Pop-up Fields Settings – All: Open Trace Log dialog box when clicking any field.
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DescriptionItem

– GUID: Open Trace Log dialog box only when clicking the GUID field.

(Default value)

● Post-Deployment Processing

Sets the directory where resources deployed from DIS to RTE are saved.

[Figure 6.26] [Admin] - [DIS Configuration] - Post-Deployment Processing

DescriptionItem

Directory where deployed resources are saved.Resource Copy-To

Directory
The full directory is "${Set_Value}\${Biz_System_SYSID}\repository".

● User Display Setting

Sets the displayed format of User Info Section (see [Figure 1.5]).

[Figure 6.27] [Admin] - [DIS Configuration] - User Display Setting

DescriptionItem

Display As – ID: Display a user ID.

– NAME: Display a user name.

– ID(NAME): Display a user's ID and name that is enclosed in parentheses.

– NAME(ID): Display a user's name and ID that is enclosed in parentheses.

● User Meta Info

Uploads a config file of AnyLink Studio. This file is used to set a BizTx type for monitoring. For more

information, refer to AnyLink Studio.

[Figure 6.28] [Admin] - [DIS Configuration] - User Meta Info
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DescriptionItem

config file.Meta Info

It is checked whether a config file is uploaded. If the file exists, the file

contents are stored in a transaction table for each BizTx type.

The config file can be checked by clicking [Monitoring] > [Biz System]

(see [Figure 5.1]). If the config file exists, the 'BizTx Type' column is

displayed in the transaction list.

● Set up user encryption

Sets how to encrypt passwords.

[Figure 6.29] [Admin] - [DIS Configuration] - Set up user encryption

[Figure 6.30] [Admin] - [DIS Configuration] - Set up user encryption - SHA256

DescriptionItem

User password encoding method. (Default value: HEX)Encoding

– When changing only encoding method

The encoding method changes for all users. Users can log in with their

current password.

– When changing the encryption method regardless of encoding method

change

WebAdmin password is saved with the entered password and encryption

method (WebAdmin login only).

Clicking [User Encryption Method] displays a warning message for an

encryption method change and enables the 'MD5' and 'SHA256' radio

buttons.

User Encryption Method
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DescriptionItem

Clicking 'SHA256' enables to enter an admin password. Enter the password

two times.

Admin who log in with a changed encryption method must manually change

the method for non-admin users by re-saving passwords for each user or

importing a relevant file.

Password setting is necessary for each user according to the changed

encryption method.

● Deploy Log Configuration

Sets the deployment log path and the log retention period.

[Figure 6.31] [Admin] - [DIS Configuration] - Deploy Log Configuration

DescriptionItem

Path in which logs are stored in case deployment fails in the DIS. Initially,

it is the same as the value set in the Repository Path item.

Deployment Log Path

Deployment log retention period in days. After the period, logs are deleted.

(Default value: 0, which means that logs are not deleted.)

Retention Period (in days)

● Common Logging Properties

Users can specify the conditions for logging events in DIS.

DIS logs are not stored in ${server.home}/logs by default when AnyLink is first installed, where

server.home represents home directories of each server.

[Figure 6.32] [Admin] - [DIS Configuration] - Common Logging Properties

DescriptionItem

DIS log retention period in days.Retention Period (in days)

DIS log file pattern (path and file name).File Path

208   AnyLink WebAdmin Guide



● Logging Property List

Sets DIS logging properties.

[Figure 6.33] [Admin] - [DIS Configuration] - Logging Property List

To add a logger, click [Add]. This displays the Logger Settings dialog box. Enter information and then

click [Save]. To edit a logger, select the logger from Logging Property List. This displays the Logger

Settings dialog box. Change the logger name and log level and then click [Save].

[Figure 6.34] [Admin] - [DIS Configuration] - Logger Settings

DescriptionItem

Logger name.Logger Name

Logging level.Log Level

– OFF: Logging is turned off.

– FINEST: Very detailed trace.

– FINER: Detailed trace.

– FINE: Message content only.

– CONFIG: Static configuration change or status.

– INFO: General information and warning messages.

– WARNING: Potential issues.

– SEVERE: Critical errors.
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To delete a logger, select the logger from Logging Property List and then click [Del]. In the confirmation

dialog box that opens, click [OK].

Restoring DIS

DIS uses a database and a file system to manage data. The file system can be broken and do not work

normally. At this time, you can restore the file system to match a database. For this, click [DIS Restore]

in the DIS Configuration screen ([Figure 6.17]).

Since the file system is restructured, all the class files, shared library files, and WAR files managed in

DIS are removed and newly created.

6.7. User Login History
The [User Login History] menu is used to retrieve user login history. Each line shows information about

a user who logged into AnyLink Studio or WebAdmin. Enter search conditions and then click [Search]

to display the user login history.

User login history is maintained according to the value set in Retention Period (in days) of User Login

History Setting shown by clicking [Admin] > [DIS Configuration]. For more information, refer to "6.6. DIS

Configuration".

[Figure 6.35] [Admin] - [User Login History] - User Login History

● User Login History

DescriptionItem

User ID.ID

User name.User Name

User's email address.Email

User's phone number.Phone Number

Organization that a user belongs to.Organization

Department that a user belongs to.Department

User's IP address.Client IP
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DescriptionItem

Date when a user logs in to WebAdmin.Login Date

6.8. DIS Library
The [DIS Library] menu is used to retrieve information about DIS libraries added in WebAdmin. Enter

search conditions and then click [Search] to display the libraries.

To upload a lib or jar file to apply to DIS, select the library file by clicking [Choose File] and then click

[Upload]. The file is added to the list in DIS Libraries, and the library can be used in DIS.

To delete a library, select the checkbox for the library and then click [Del]. In the confirmation dialog box

that opens, click [OK].

[Figure 6.36] [Admin] - [DIS Library] - DIS Libraries
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